1 Hot Standby

Hot standby is a solution for servers, in which the active server and the standby server are connected through TCP/IP, and data
is replicated through the hot standby software. Under normal conditions, the active server is active, and the standby server
monitors the active server. Once the standby server detects an anomaly on the active server, the standby server will
immediately take over as the active server to ensure that the system can provide long-term and reliable services.

The hot standby works with a virtual IP address (VIP) to receive requests from the client and then send the requests to one of

the servers to respond.


https://baike.baidu.com/item/TCP/IP/214077

2 Configurations Preparation

2.1 Configurations Checklist

| Check Item | |

Expected Results

Procedure

Exception Handling

Server Configurations Preparation

The operating systems

Press Windows + R to open CMD, and
then enter winver to check the operating

system version.

If the operating system
versions are inconsistent,
reinstall one of the two

network segment are

available.

of the active server, service IP of the

standby server, and virtual IP (VIP)

1. Operating operating systems or replace
system O of the two servers are of | The operating systems of the two servers | oo of the two servers.
the same version. must be of the same version (including
the minor version number) Click to view
the example..
Press Windows + R to open CMD, and If the host names of the two
servers are the same, press
enter hostname to check the host name. P
Windows + R to open CMD and
The host name is one of the most " R
- enter "sysdm.cpl
2 Host hame The host names of two | important indicators to distinguish > change the host name.
servers areinconsistent. | between the two servers in hot standby
mode. The host names of the two servers
cannot be the same. Click to view the
example.
Go to Control Panel > Network and If any of the specified network
X adapters haven’'t been
Internet > Network and Sharing
enabled, right-click to select
Center > Change Adapter Settings. Enable.
Check the number of network adapters :
At least two physical If there is a Npcap Loopback
and make sure that NIC1 and NIC2 are | Adapter enabled, right-click to
network adapters are .
enabled. Disable the Npcap Loopback | select Disable.
3. Network . enabled on each server, )
Adapter.
adapter and the Npcap
At least two physical network adapters
Loopback Adapter must
are enabled on each server. The Npcap
be disabled.
Loopback Adapter must be disabled on
both servers because it will affect
database decryption. Click to view the
example.
Three unused IP | Provide three unused IP addresses on the | If ping fails, check the network
4 P 0 addresses on the same | same network segment as the service IP | and firewall rules.

In Control Panel > System

and Security > Windows
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separately. Click to view the example.

For the two servers,

configure the first network adapter IP
address as the service IP address and the
as the heartbeat IP address.

Connect the first network port to a router

other

or switch with a network cable, and

Firewall > Advanced
Settings > Inbound Rules,
check if "File and Printer
Sharing (Echo Request -
ICMPv4-In)" is enabled. In
addition, if the Internet uses
IPv6, check if "File and Printer

The IP addresses are :
connect the second with a network cable | Sharing (Echo Request -

O configured  for  the to make a heartbeat cable. The | ICMPV6-In)" isenabled.
network adapters of the | heartbeat IP addresses of the two | |f theinbound rules of the two
two servers. servers must be on the same network | servers are disabled, select the

segment, and the service IP address Inbound Rules and right-click
and heartbeat IP address of a server | EnableRules.
cannot be on the same network
segment.
Click to view the example.
Select a server to be the active server,
ping the service IP address and heartbeat
IP address of the standby server from the
active server, and ping the service IP
Verify whether the
address and heartbeat IP address of the
O configured IP addresses :
active server from the standby server.
are accessible. Both servers can be pinged no matter
whether their firewalls are enabled or
not.
Click to view the example.
Press Windows + R to open CMD, and | If any port is being used by
then enter "netstat -anolfindstr Required | other programs, end the
TCP 7320/7330 port number" to check the port has been | process that is occupying the
s p 0 and UDP | occupied. port or deny access to the hot
. ort
3000/7340/7350 cannot TCP 7320/7330 and UDP 3000/7340/7350 | standby.
. are all the service communication ports
be occupied.
of Rose software. Click to view the
example.
To ensure that platform services are | Change the time zones of the
executed at the right time, the time zones | active and standby servers to
. Two servers are in the | of the active and standby servers must be | the same.
6. Time zone . . . . . .
consistent. Manually calibrate the time | Calibrate the time of the active

same time zone.

zone of the servers.

Click to view the example.

server according to the time

zone.

Software Configurations Preparation

7.

DSS

service

O

Two servers install DSS

Pro of the same version.

The installation path of DSS on both
servers should be consistent. If business
plugins need to be installed, they should

be installed on both servers. Otherwise, it

If the DSS installation paths of
the

inconsistent, or a

two servers are
wrong

network adapter is selected,

3



https://www.baidu.com/s?wd=ICMP&tn=SE_PcZhidaonwhc_ngpagmjz&rsv_dl=gh_pc_zhidao
https://www.baidu.com/s?wd=ICMP&tn=SE_PcZhidaonwhc_ngpagmjz&rsv_dl=gh_pc_zhidao

will affect file and data synchronization.
When selecting the network card, choose
the one where the business IP is located.
Start DSS after installation.

uninstall and reinstall the DSS.

Follow the Installation instructions to
complete the installation. The installation

paths of the active and standby servers

After uninstalling the software,
make sure all residual files in

the software installation

8. Hot Two servers install | must be the same. directory are removed. If there
standby ReplicatorPlus_ V2.0.exe The hot standby software cannot be are residual files unable be
software of the same version. overwritten. If a hot standby software has | cleared, reboot the server and

been installed, manually uninstall the manually delete the folder.
earlier version before reinstalling the new
one. Click to view the example.

9. Hot HAService.exe, Open the Task Manager of the active | In Task Manager > Services >
standby Replicator.exe, and and standby servers to check if the three | Open Service or in CMD, enter
service SMonitor.exe processes | processes (HAService.exe, Replicator.exe, | services.msc to open the

are started smoothly.

and SMonitor.exe) are started smoothly.

Click to view the example.

service interface, and manually
enable DSSMonitor service. If it
fails, uninstall and reinstall the

Rose software.

10. Allowlist in
anti-virus

software

Check theallows in the

anti-virus software.

If an anti-virus software is installed on the
server, add the installation path of Rose

to its software.

If all the above 9 check items are passed, skip the Examples of Configurations Preparation and directly go to the

Deploying Hot Standby.




2.2 Examples of Configurations Preparation

2.2.1 Preparing Two Servers of the Same Operating System Version

Press Windows + R to open CMD, and then enter Winver to check the operating system version, as shown below. The

operating systems of the two servers must be of the same version (including the minor version number).
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Notes: The hot standby software supports virtualized environments, but you cannot change devices at will because the
license and environment information are bound. In addition, differences between public cloud platforms exist. Some public
cloud platforms cannot switch IP addresses and need to configure load balancing or other things to enable platform access
after switching the IP address.

Back to Checklist.

2.2.2 Ensuring That the Host Names of the Two Servers Are Inconsistent

Press Windows + R to open CMD, and then enter hostname to check the host name, as shown below. The host name is one of
the most important indicators to distinguish between the two servers in hot standby. The host names of the two servers

cannot be the same.
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Back to Checklist.

2.2.3 Ensuring That at Least Two Physical Network Adapters Are Enabled
on Each Server.

Go to Control Panel > Network and Internet > Network and Sharing Center > Change Adapter Settings. Check the

number of network adapters and make sure that NIC1 and NIC2 are enabled.
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Back to Checklist.



2.2.4 Disabling Npcap Loopback Adapter

The Npcap Loopback Adapter must be disabled on both servers because it will affect database decryption. Go to Control
Panel > Network and Internet > Network Connections, as shown below. If there is a Npcap Loopback Adapter enabled,

right-click to select Disable.
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2.2.5 Providing Three Unused IP Addresses

Before configuring the hot standby, you need to provide three unused IP addresses on the same network segment as the
service IP address of the active server, service IP address of the standby server, and virtual IP address (VIP), separately.

Back to Checklist.

2.2.6 Configuring IP Addresses of Two Servers

For the two servers, configure the first network adapter IP address as the service IP address and the other as the heartbeat IP
address. The service IP address and heartbeat IP address of a server cannot be on the same network segment. The
service IP addresses of the active and standby servers must be on the same network segment, and the heartbeat IP
addresses of the two servers also must be on the same network segment. Connect the first network port to a routeror
switch with a network cable, and connect the second port with a network cable to make a heartbeat cable. Here gives

an example of connections and IP addresses (for reference only).



Router/Switch

A A
Service cable Service cable
Network port 1 Network port 1
Active < > Standby
server Heartbeat cable server
< >
Network port 2 Network port 2

Back to Checklist.
Checking IP Communication Between Active and Standby Servers

Ping the service IP address and heartbeat IP address of the standby server from the active server, and ping the service IP
address and heartbeat IP address of the active server from the standby server. Both servers can be pinged no matter whether

their firewalls are enabled or not, as shown below.
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If ping fails, check the network and firewall rules. In Control Panel > System and Security > Windows Firewall > Advanced
Settings > Inbound Rules, check if "File and Printer Sharing (Echo Request - ICMPv4-In)" is enabled. In addition, if the Internet
uses IPv6, check if "File and Printer Sharing (Echo Request - ICMPv6-In)" is enabled. The following figure indicates that both

rules are enabled.


https://www.baidu.com/s?wd=ICMP&tn=SE_PcZhidaonwhc_ngpagmjz&rsv_dl=gh_pc_zhidao
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If the inbound rules of the two servers are disabled, select Inbound Rules and right-click Enable Rules, as shown below.
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Back to Checklist.

2.2.7 Checking if Any Port of Hot Standby Software Is Occupied

TCP 7320/7330 and UDP 3000/7340/7350 are all the ports used by the hot standby software for communication. To test if the
ports are occupied, open CMD and enter "netstat —anp|findstr Required port number”. If any port is being used by other

programs, end the process that is occupying the port or deny access to the hot standby.
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Back to Checklist.

2.2.8 Ensuring Active and Standby Servers Are in the Same Time Zone

Check if the time zone and time of the active server are corresponding. For example, the current standard time in GMT-8 is
12:00, but the time displayed on the server is 10:00. If such an error exists, you need to manually calibrate the time of the
active server. When the active server is brought in or switched to the standby server, the time will be synchronized, but the
time zone will not be synchronized. To ensure that platform services are executed at the right time, the time zones of the
active and standby servers must be consistent.

Back to Checklist.

2.2.9 Ensuring That the DSS Product of the Same Version Is Installed and

Deployed on the Two Servers

The DSS installation paths of two servers must be the same; otherwise, the data synchronization will be affected. Select the
network adapter where the service IP address is located for the server. In other words, make sure that the server IP address is
the service IP address instead of the heartbeat IP address, as shown below. Start DSS after installation. If the hot standby has

not been configured, after the IP address is modified into VIP, the DSS service cannot be enabled, and it is normal.
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Back to Checklist.

2.2.10 Ensuring That Two Servers Install the Hot Standby Software of the

Same Version

The name of the hot standby software of the new version is ReplicatorPlus_V2.0.exe, as shown below. Copy the hot standby

software to the active and standby servers separately.

i# ReplicatorPlus V2.0.exe

The hot standby software cannot be overwritten. If a hot standby software has been installed, manually
uninstall the earlier version before reinstalling the new one. To update the installation package of the hot standby
from Version 1.0to Version 2.0, uninstall Version 1.0 before installing Version 2.0. The software cannot be overwritten.

After uninstalling Version 1.0, there may be residues. You need to reboot the server and then delete the content of the

ReplicatorPlus folder.

=5l » FHES (C) » ReplicatorPlus »

-

| bin 2021/7/28 20:23 30k
| etc 2021/7/28 20:23  I0f=E
. log 2021/7/28 20:23 Ik

Double-click ReplicatorPlus_V2.0.exe, and follow the Installation instructions to install the hot standby software. The
installation path of the hot standby software must be the same. After installation, a shortcut as below shall be shown on the

desktop. The software must be executed on both servers.
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DSEReplicat

orPlus
Control

Center

Notes: After installing the software, change some firewall rules: Enable the following default ports and network
communication permissions: TCP 7320/7330, UDP 7340, 7350 and heartbeat ports of private networks; ICMP: Enable the ICMP
(ping) data packets of all network interfaces.

Back to Checklist.

2.2.11 Checking if Some Processes of the Hot Standby Software Are
Started

Open the Task Manager of the active and standby servers to check if the three processes (HAService.exe, Replicator.exe, and
SMonitor.exe) are started smoothly. If the processes are not started, manually enable DSSMonitor service in Service
Management. If it fails, uninstall and reinstall the hot standby software.

Back to Checklist.

12



3 Deploying Hot Standby

3.1 Configuring Hot Standby

Perform the operations on an active server that is configured with hot standby for the first time. The operations in this
example are performed on an active server.

3.1.1 Configuration Wizard

2 DSSReplicatorPlus Control Center - WIN-K619GIN70CE =|a] x

System Server Dafa Application Service View Tools Language

DaGeeBEr 0 e Whenyou open the

Rl Propety i@ | software for the first time
Configuration Wizard = (dOU ble-click the shortcut

Configuration Wizard Configuration Wizard

icon DSSReplicatorPlus
Welcome to use wizard. This wizard will help you to create application service step by step.
ControlCenteronthe

desktop), the "Configuration
Wizard" will directly pop up.

If theinterface does not

Y
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]

pop up, goto System >
Wizard > Config Wizard. No

configuration is required in

° this step.
Click Next to go to Active

Server.

Prev |F Ned Finish < ] >
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3.1.2 Active Server

() Selecta server

Server: | WIN-KGI9GINTOCE

® Add a new server

o a0 an a0 a0

0000000000000 =

Login

Senver(E)
Login Type:
User Name: admin

Password:

a\.'e passwordll&uto Login
o]

WIN-KGI9GONTOCE

Built-in Account v

/ admin

L Configuration Wizard
Select a server: If a server
g Active Server
@ Ac has been added, find the
‘ Active server is a server whose application service is in active state. At first bringin, you can select an X .
® existing server or a new server as Active server. [fitis a new server, the configuration wizard will addit || active server accordlng
® to control center.
° ) to the host name, and
4 () Select a server
® Server: | WIN-KGI9GINTOCE then click Next.
: e Add a new server:For the
: Server: 1:1:iiiiiiiii initial configuration, "Add
[ E Port |7330 a new server" is selected
o
by default. Configure
"Server" as the IP address
of the active server and
"Port" as 7330. The
settings are shown in the
left figure.
Configuration Wizard ILI )
If the prompt "Invalid server or no
Active Server . . . :
valid service on this server
Active server is a server whose application service is in active state. Atfirst bringin, you can select an
existing server or a new server as Active server. Ifitis a new server, the configuration wizard will add it appears after you click Next, checkif
to control center.

the TCP 7320/7330 and UDP
7340/7350 ports of the serverin the
IP address are occupied, and if
and

DSSMonitor, DSSHAService,

DSSReplicator processes are
launched.

If the settings are successful, click
Next to go to Login. Use default
settings. Configure "Password" as
admin, select "Save password", and
select "Auto Login". The settings are

shown in the left figure.

Click OK to go to Standby Server.
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3.1.3 Standby Server

000000000000

Configuration Wizard £
Standby Server
®
Standby server is a server which application service is in standby state. At first bringin, you can select
‘ an existing server or a new server as standby server. Ifitis a new server, the configure wizard will add
‘ itto control center automatically.
L4 () Selecta server
]
. Server:
®
® (®) Add a new server
® Semver: |- lalalilalelels
®
® Port: 7330
®
@
2 Configuration Wizard 2
Standby Server

Standby server is a server which application service is in standby state. At first bringin, you can select
an existing server or a new server as standby server. Ifitis a new server, the configure wizard will add
itto control center automatically.

() Select a server

Server:

(® Add a new server

(0x7FFF)Invalid server or no valid service is running on this server. [ Error32767]
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Select a server: If a service
has been added, find the
standby server according
to the host name, and
then click Next.

Add a new server: For the
initial configuration, "Add
a new server" is selected
by default. Configure
"Server" as the IP address
of the active server and
"Port" as 7330. The
settings are shown below.
Click Next to go to Login,

as shown below.

If TCP 7320/7330, UDP
7340/7350 and other ports are
occupied by other application
programs upon installation, or
DSSMonitor,  DSSHAService,
DSSReplicator processes are
not started, or the hot standby
software  has not been
installed on the peer server,
the prompt "Invalid server or
no valid service on this server"
will appear on the
configuration panel of
DSSRe plicatorPlus Control
Center, as shown in the right
figure. At this point, end the
process that is occupying the
port, or deny access to the hot
standby, or manually enable
the DSSMonitor service in
Service Management. If you
fail to manually enable the
service, uninstall and reinstall
the hot standby software.




Configuration Wizard

Standby Server

Standby server is a server which application service is in standby state. At first bringin, you can seleg
an existing server or a new server as standby server. Ifitis a new server, the configure wizard will ad

it to control center automatically.
) Selecta server
Server: | WIN-PDE4MGGFE1R

(®) Add a new server

o . a0 A0 AnT aa

Login

Server(E)  |WIN-PDE4MGGFB1R

Login Type: | Built-in Account
User Name: admin

Password:

Bave password

admin

Cancel

Click OK to go to Set license.

3.1.4 Set License

Finish

Cancel

If the settings are
successful, click Next to go
to Login. Use default
settings. Configure
"Password" as "admin’,

select "Save password", and
select "Auto Login". The
settings are shown in the
left figure.

0000000000 ccooe N

Configuration Wizard
License
WIN-KEI9GANTOCE

) ! The product node is not authorized

1D IUSUQCQSCUUC4351C4UBQI (Host)y

EXP.

License (3)

WIN-FDE4MGGFE1R

Prev

! The product node is not authorized

1D IU‘1 CB4B02C29C1E1 44052' (Host)

EXP.

License (3)

Finish

Cancel

Copy the two Host IDs in the
red boxes as shown in the
right figure, paste them to a
file saved in the .txt format,
and enter the desired
expiration date. If the
expiration date is not entered,
the default start time is the
current day (Due to the time
difference between home and
abroad, there may be a 1-day
time difference). The free trial
period is 1 month by default,
and if you want to use it for a
longer time, you will be
charged. Then send the file
saved in the txtformat to local
Dahua tech support team to
apply for a license. It may take
one to three working days to
complete the application.
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Note: After a software update (uninstallation and reinstallation), the old license cannot be used, and you will

need to re-apply for a new license and import it.

The applied license file is in a format similar to the following two LIC files:

|| 01CB4B0OBC29C1E144062_20210826_202107261855.lic 202 LIC {4
| | 0309C23C00C4361C4062_20210826_202107261855.lic 202 LIC Zr{4
v 2 Configuration Wizard x
License The format of a license file
: WIN-KEI9GINTOCE WIN-PDE4MGGFE 1R name: Host ID_Date_Time.Iic.
[ ] ! The product node is not authorized 4 ! The product node is not authorized . .
e — S Copy the above license files to
: ID:  |oz09cezcoocazsic4ansz  |(Host ID:  |01CBaBOECZ9C1E144062 | (Host) . .
P4 e . the active server, and click
[ ]
° License at both sides, and
- Open -
: . . import the license files
P4 Look ingly | hotspare ~ r =~
| ] 01CB4B0OSC29C1E144062_20210826_202107261855 lic H
=i [} accordlng to the Host ID and
fslinidzzlE 0] .
file name.
|~
HiE
L“
b =]
L™
IR A
(.:! File name(M): 0309CO3C00C4351C4062_20210826_202107261855 lic
iccessfully  [Wi FERss N . -
ar successfully SES BRI ic -
i © x
Configiration Wizard If the license has expired, the

[ ]
[ ]
[ ]
L J
L J
L J
L J
[ ]
[ ]
[ ]
[ ]

License

WIN-KEI9GIMNTOCE

he product node is authorized

I 0309C93C00C4361C4062 (Host)
EXP.: |2021-08-26
License (S)

WIN-PDE4MGGFE21R

Qﬂﬂe product node is authorized

In

Message

(i |
— The expiration date:2021-08-26

The License you set up has limitation of time

Prev

Click Next to go to Link Configuration.

01CB4B0SC29C1E144062 (Host)
EXP.. | 2021-08-26
License (S)
Mext Finish
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prompt "Setting License is failed
[The license has expired:521]" will
appear on the panel of
DSSReplicatorPlus Control Center. At
this point, re-import the valid
license or deny access to the hot
standby.

After the license files are loaded
successfully, a pop-up window will
be displayed to indicate the
expiration date. Click OK, and the
icon will turn from yellow to green.
Then check whether the field "Exp"
shows the expiration date. For the
registration code with a perpetual
license, "99999999" is shown in the
field "Exp". For the registration code
with a temporary license, the
expiration date "Year-Month-Day" is
shown in the field "Exp", as shown in

the left figure.




3.1.5 Link Configuration

[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]
[ ]

Configuration Wizard
Link Configuration

Cluster Mame | Local Cluster

Data & Hbt

Type WIN-KEI9GOMNTOCE WIN-PDEAMGGFE1R

Prev

Next Finish

Click Add, and the "Net Config" window will pop up, as shown below.

eecoccccccccoce I

Link Configuration

Cluster Name

Configuration Wizard x

Local Cluster

Link Configuration

@® Ethernet () Serial Port

Server
WIN-KEI9GINTOCE
WIN-PDE4MGGF81R

<
Add Server

IP addr

Net Config -

HBT Check interval{hundred ms) |20

[w] Data(K) Checkinterval(z) 2

Max miss package count |2

|
)
D)
hbt port link port
000 7320 Delete DNAT
v | 3000 7320 Delete DNAT

m bl

Max miss package count |2

|| OK [I| Cancel |

Cancel

Configure the
heartbeat type, IP
address, heartbeat port,
max packet-loss count,
and check interval(s).
Select the service IP
address. Make sure that
all the IP addresses
shown in the left figure
are service IP addresses.
You can leave other
fields as default.

Click OK. The results are

as follows:
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e Configuration Wizard -]
@ Cor Link Configuration
. cti
® Cluster Name |Local Cluster
@ Link Configuration
] Data & Hiot
[ ] Type WIN-KBI9GINTOCE WIN-PDE4MGGFS1R
] Local-data 10 1
] Local-hbt 10:2000 11:3000
[ ]
[
®
®
®
®

Prev Next Finish Cancel

Leave other fields as default. Click Add to add more heartbeat IP addresses.

- ] I Cluster Name
Link Configuration

IR

Configuration Wizard

Link Configuration

Local Cluster

(® Ethernet () Serial Port

Server |P addr

WIN-KGI9GINTOCE B
WIN-PDE4MGGFE1R I

ececccccccccce B

Add Server

HET Checkinterval(hundred ms)

Net Config
hit port
BEEREEE DDDD Delete DNAT
i v |2000 Delete DNAT
20 Max miss package count |2

| oK 1l

Cancel

HE

L T 1

Cancel

Click OK. The results are as follows:

19




permissions of all

relevant ports (such as

hd Configuration Wizard Notes: To enable the
: - Link Configuration software firewall or the
: Cluster Name  Local Cluster security software with
® Y TalLs network monitoring
O _Twe [ WINKSIOGONZOCE WIN-PDEANGGESIR

® Local-data 10 1 — ports, enable the
] Local-hbt 10:3000 11:3000 — .

e Mocrdaa | 08 208 Delete(D network communication
® Local-hot | 108:3001 109:3001

o]

L

@

o

3000 and UDP-type
ports) first on both

servers.

Prev Mext Finish Cancel

Click Next to go to Resource Group Name.

3.1.6 Resource Group Name

Select "UserDefine" under the "Application Type" tab, and select "Simple Wizard" to avoid unnecessary configurations.
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Configuration Wizard -

Resource Group Name

Please specify the name and type of the resource group.

roup Mame

@
Resource Group Mame: UserDefine
®
L] - )
‘ Application Type: UserDefine W
Y Simple Wizard D35
’_ UserDefine
Y
[ ]
|

Click Next to go to Local Bind Data.
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3.1.7 Local Bind Data

Configuration Wizard £
Local Bind Data
Set Bind Data whose application semvice is controlled
Bind data
Define dataset for replication
[
o Select Data Rule -
File Aftribute |
'L,_.'ﬂ.".fIN—KBIQGQN?UCE
ERm[=(ox}}
R (R
= (=h)]
Modify
>
| oK | | Cancel |
FTEV TTERT Finish

Find the installation path of the DSS platform (ensure that the DSS installation directory on the primary and
standby machines are identical, otherwise data synchronization will be abnormal), select the following

directories or files:

Please configure the basic synchronization directory according to the DSS version.

Vv8.000.0000000.0 to V8.000.0000004.0

> Images:
DSS\DSS Server\WEBCLIENT\webclient\apache-tomcat\webapps\upload

>  Offline maps:

DSS\DSS Server\WEBCLIENT\webclient\apache-tomcat\webapps\gisPack

DSS\DSS
Server\WEBCLIENT\webclient\apache-tomcat\bin\webapps-conflemap\config_userDefined.properties
> Databases:

DSS\DSS Server \mysql\data\dss

DSS\DSS Server \mysql\data\ibdata1

DSS\DSS Server \mysql\data\ib_logfileO

DSS\DSS Server \mysgl\data\ib_logfile1

» Video storage:
DSS\DSS Server\SS\RecordPlan.xml

DSS\DSS Server\SS\alarm_relation.db

Vv8.001.0000000.0 to V8.002.0000000.0
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> Images:
DSS\DSS Serve\WEBCLIENT\webclient\apache-tomcat\webapps\upload

»  Offline maps:
DSS\DSS Serve\WEBCLIENT\webclient\apache-tomcat\webapps\gisPack
DSS\DSS Serve\WEBCLIENT\webclient\apache-tomcat\bin\webapps-conf\emap\config_userDefined.properties

> Databases:
DSS\DSS Server \mysql\data\dss

DSS\DSS Server \mysql\data\ibdata1

DSS\DSS Server \mysql\data\ib_logfile0

Select DSS\DSS Server \mysql\data\mysql, and deselect the following 4 files : global_priv.frm, global_priv.MAD,
global_priv.MAIl and user.frm.

> Plug-ins:
If you need to install DSS Retail, select DSS\DSS Server\mysql\data\retail.

» Video storage:
DSS\DSS Server\SS\RecordPlan.xml

DSS\DSS Server\SS\alarm_relation.db

V8.003.0000000.0

> Images:
DSS\DSS Serve\WEBCLIENT\webclient\apache-tomcat\webapps\upload

>  Offline maps:

DSS\DSS Serve\WEBCLIENT\webclient\apache-tomcat\webapps\gisPack

DSS\DSS Server\WEBCLIENT\webclient\apache-tomcat\bin\webapps-conf\emap\config_userDefined.properties

Databases:

DSS\DSS Server \mysql\data\dss

DSS\DSS Server \mysql\data\ibdatar

DSS\DSS Server \mysgl\data\ib_logfile0

Select DSS\DSS Server \mysql\data\mysql, and deselect the following 4 files : global_priv.frm, global_priv.MAD,
global_priv.MAI and user.frm

»  Plug-ins:
If you need to install DSS Retail, select DSS\DSS Server\mysql\data\retail.
If you need to install DSS Energy select DSS\DSS Server\mysqgl\data\enerage

» Video storage:
DSS\DSS Server\SS\RecordPlan.xml

DSS\DSS Server\SS\alarm_relation.db

The above are required configurations. For optional configurations, refer to the central storage, NTP time

synchronization, WebClient certificate, CA certificate, and AcuPick component in the DSS business configuration.

The images use the configuration ofV8.0.0 to V8.0.4 as an example. See the table above for details.
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Configuration Wizard

Local Bind Data

Set Bind Data whose application semvice is controlled

Bind data

Define dataset for replication

Select Data Rule

Aftribute |
F T EUPETSET "
- O] ilntp
- ] Elnginx
=¥ Elmysql
-] iltmp
-] [llshare
+-[] illete
5. @ Eldata
+- [ @lperformance_schema
| =
- [v] Blldss Recurse - NotExcludingTargetLock I
T anaeg goooaeT 16 KB
-]/ Jaria_log_control 0KB
-] ]ibdata UnRecurse - NotExcludingTargetLock | 204200 KB
L1 ib pufier_pool 96 KB
:]ib_logﬂIeU UnRecurse - MotExcludingTargetLockl 102400 KB
'_]ibﬁgﬂle‘l UnRecurse - NotEchudingTargetLockI 102400 KB
-] ] multi-master.info 0KB
-~ [J[ ] Oversea.000001 0KB
~[[]oversea.000002 0KB »
| OK | | Cancel |
I

Finish Cancel

Configuration Wizard

Local Bind Data

Set Bind Data whose application service is controlled

[+] Bind data

Define dataset for replication

Select Data Rule -
Attribute |
F LT ElTRSORIog N
- O [lifoot
+-[] IlDSS Pro
+ @mDss
. @EDSS Server =
<. ¥ BWEBCLIENT
=8 Bwebclient
=+ ¥ @lapache-tomcat
+|:| Bwork
+-[] ilwebappsbak
=% Bawebapps
- (v Bupload Recurse - MotExcludingTargetLock
r BlaisPack Recurse - MotExcludingTargetL...
wm-w
+-[] @llecos
-] @mdeveloper
+-[] @llclient o
| OK | | Cancel |
FTEV THEXD

Finish Cancel
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Configuration Wizard £

Local Bind Data

Set Bind Data whose application service is controlled

[w] Bind data

Define dataset for replication
[

Select Data Rule -

File Altribute |
- WOTE

-] ilwebappsbak
- Bllwebapps
+-[] litemp

-] illogs

S b
+--[] Bllcont
= [Ellbin
2. ¥ @mwebapps-conf
-] @lupload
-] [illobms
+- ] illipms
I iemap
I:| :]application.properties 1KB
== rrrrreen = >
I- | Jconfig_userDefined.properties U.. OKB
—
- [illbrms
----- [ ) configurations_common.properties 2KB
----- ([ updateDBPwd.py 1KB

F W

| OK || Cancel |

TTEV TTEAT Finish Cancel

Click OK and the results are as follows. Seven items are added.
Configuration Wizard -

Local Bind Data

Set Bind Data whose application semvice is controlled

Bind data

Define dataset for replication

Rule Path IRu

CADSS\DSS Serverimysglidataidsst

CADSS\DSS Serverimysqglidatalibdatat

CADSS\DSS Serverimysglidatalib_logfiled

CADSS\DSS Servenmysglidatalib_logfile

CADSS\DSS ServerWEBCLIENTwebclientiapache-tomcatiwebappsiuploadt
CADSS\DSS ServerWEBCLIENTwebclienfiapache-tomcatiwe bapps\gisPackl
CADSS\DSS ServeWEBCLIENTwebclientiapache-tomcatibintwebapps-conf...

< m b

Use Data Lock in Standby Server

["] Delete orphan files when verifying or mirror
[[] Use verify difference
Auto Snapshot

Finish Cancel
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To synchronize alarms, human faces, captured vehicle data, evidence files, and other information, select the OSS_DAT or
SUBOSS_DATA folder under each drive letter. This step is not configured in the initial configuration. For configuration details,
see Binding Data Sources to a Disk

If you find that the amount of datais large during the deployment process, select "Use verify difference" to optimize the time
of secondary verification.

Click Next to go to IP Resource.

3.1.8 IP Resource

Configuration Wizard X Click Add to go to the
IP Resource . .
D RetauE = interface shown in the left
NIC i figure.
Server Mame: | WIN-KBI9GINTOCE Server Name: |WIN-PDE4MGGF81R
MIC st .
l. " n
] Npcap Loopback Adap ~ In "NIC List", select the
MICT R Add.. .
Up ] o U | | service IP addresses of the

Modify...
Down - .
active server and the
[ Auto replace MAG  |0C-08-24-18-47-45 standby server. In
MIC group detail information: "Resou rce" enter the V|P a nd
Server NIC 4
WIN-KBI9GANTOCE NICT; .
WIN-PDE4NGGF31R NIGT; the corresponding IP mask.
rResource

P

©®Pvd O IPvE IP Mask: Same as the IP mask
IP Address: I IP Mask: B R

D SkipasSource excep e Of the aCtlve server. An
[Replace P[] Auto switch back [P example of IP and IP Mask is

B shown in the figure, for
— (1 135 Kesource

Resource Finish reference only.
38T Alias Name:
ag |
38 |

38 | F BK | cancel
38 | PDE4MGGF8IR]

Click OK and check if the "Config IP Resource" is correctly configured. The NIC bound is service NIC.
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Configuration Wizard -

IP Resource

Configure IP Resource.

o
®
o
®
o
®
o
®
®
®

Click Next to go to NT Service Resource.

3.1.9 NT Service Resource

Click Add to go to the following window, and select DSS Professional.
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System Servg
[=1-4# Hostlis
&, WIN

Click OK, and the

Configuration Wizard

NT Service Resource

Configure NT Service Resource.

Display Mame Service Name Start Timeout{s) Stop Timeout(s) Priority
Senice Resource
NT Service List -
Display Name « Service Name Status Start Type | |A
D% Diagnostic System Host WdiSystemHost Running Manual
D% Distributed Link Tracking Client TrkWks Running Automatic
D% Distributed Transaction Coordinator MSDTC Running Automatic
D% DMS Client Dnscache Running Automatic
1% DSSHASenice HA7330Senice Running Automatic =
L Monitor7 3305enice Running Automatic
[ DSS Professional DSS Professional Stopped Automatic
— et Replicator73305enice Running Automatic
1% Encrypting File System (EFS) EFS Stopped Manual
4 Eskb Eskb Stopped Manual
4 Extensible Authentication Protocol Eaphost Stopped Manual
1% FERg FERg Stopped Manual
14 FPHn FPHR Stopped Manual
D% FPII FPII Stopped Manual 1
4% Function Discovery Provider Host fdPHost Running Manual :
14 Function Discovery Resource Publication FDResPub Stopped Manual Add Remove
14y fulx fulx Stopped Manual
D% GBXN GBXN Stopped Manual :I Finish
D% Group Policy Client gpsvc Running Automatic
4% gwRd gwR.d Stopped Manual
D% Health Key and Cerificate Management hkmsvc Stopped Manual
%% Human Interface Device Service hidserv Stopped Manual 1R
|[1$% Hyvoer-V Data Exchange Senice ymickypexchanae Stooped Manual s
|| ed [WIN-PDE4MGGFE1R]
Cancel |
following is shown:
:2 Configuration Wizard -
NT Service Resource
Configure NT Service Resource.
JDisplav Mame Jenice Mame Stad Timeoutts)  Stop Timeoutz) Prigrity

DSS Professional

|DSS Professional

240 240 [

0000000000

Parallel Up

Down

Finish Cancel
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3.1.10 Process Resource

Click Next.

Configuration Wizard -

Process Resource

Configure Process Resource.

Resource parameters

| Prev || Next || Finish || Cancel |

Click Next, as shown below.

Configuration Wizard -

Configuration Detail

The detail information:

Application Service

MName: UserDefine
Active ServerWIN-KBI9GINTOCE
Bind Data:

Include: CADSS\DSS Serverimysqlidataldss)

Include: C\DSS\DSS Serverimysqlidatalipdatat

Include: CADSS\DSS Serverimysqlidatalib_logfile0

Include: CADSS\DSS Serverimysqglidatalib_logfilet

Include: CADSS\DSS ServerWEBCLIENTwebclientiapache-tomcatiwebappsiuploadi

Include: C\DSS\DSS ServerWEBCLIENTwebclientiapache-tomcatiwebapps\gisPackl

Include: CADSS\DSS ServerWEBCLIENTwebclientiapache-tomcatibiniwebapps-confiemapiconfig_u
Replication Parameter:
Use Data Lock in Standby Server: On
Delete orphan files when verifying or mirror; Off
Use verify difference: Off

Application Type: UserDefine

Active IP; - i-i-ielelelel il
WIN-KEI9GINTOCE Holding NIC: NICAY;
WIN-PDE4MGGF81R Holding NIC: NIC1;

< m
Click Finish to start creating.

>
Cancel

Next
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Click Finish. The configuration of the hot standby completes. The panel of DSSReplicatorPlus Control Center is as follows.
:2 DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE == -

System Server Data Application Senvice View Tools Language

WEevRR Qe
m propery Value

E‘-E\ WIN-KEI9GANTOCE

| () UserDefine

1 WIN-PDE4MGGFE1R
171 UserDefine

Group: UserDefine F :ﬂ Speed: 0B/S Left 0B Group: UserDefine
Activeip: 17t L .
App offline - -
m e n e
E Host:WIN-K6I9GIN70CE [ Host:WIN-PDE4MGGF81R

ml> |~

€ 2021-07-29 16:08:37 | Create the resource (NT-DSSProfessional) in the resource group (UserDefine) successfully. [ WIN-KBI9GINTOCE ]
€ 2021-07-29 16:08:37 | Create the connection (UserDefine) inthe source (WIN-KEI9GINTOCE). [WIN-PDE4MGGFE1R]

€9 2021-07-29 16:08:37 | Create the resource (NT-DSSProfessional) in the resource group (UserDefine) successfully. [ WIN-PDE4MGGFE1R]
€ 2021-07-29 16:08:37 | Create the resource (IP-UserDefine) in the resource group (UserDefine) successfully. [ WIN-KEI9GINTOCE]

€) 2021-07-29 16:08:37 | Create the resource (IP-UserDefine} in the resource group (UserDefine) successfully. [ WIN-PDE4MGGFE1R]

€9 2021-07-29 16:08:36 | Create the connection (UserDefine) in the source (WIN-PDE4MGGFS1R). [ WIN-KBIOGINTOCE]

(1) 2021-07-29 16:08:36 | Create the NIC group (Nic-UserDefine) successfully. [WIN-PDE4MGGFS1R]

3.2 Configuring Data Consistency Policies

After the hot standby configuration is completed, data synchronization strategies need to be performed. It is recommended
to configure the data logical consistency strategy. Because the default configuration strategy is data complete consistency
strategy, in extreme cases such as power failure of the host or sudden network disconnection, the backup machine may not
take over. If the user is very concerned about the continuity of the business, the data logical consistency strategy can be
enabled, and the reverse data backup connection can be started as needed, and the synchronization time can be manually
configured when switching.

Consistency strategy should be configured before introducing the service.

On the Policy page, select Take over when data logic is consistent and Launch reverse data backup connection when

data logicis consistent. The Warning Data Disk prompt will automatically pop up.
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Madify Application Service X

| Generall Data| Policy | ResManager|

[w] Auto failover when resource errors

— [+ Shutdown takeover

[[] When HBET timeout,after wait shut down take over operation.

() Take over when data is completely consistent and launch reverse data backup connection
I@ Take over when data logic is consistent I

[[] Take over by data difference

When data difference of active server KEl,standby server won'ttake over applications

When data difference info update time(30 s, standby server won't take over applications
I Launch reverse data backup connection when data logicis consistent I

() Take over unconditionally and launch reverse data backup connection

Isolation Ip List

The local host can pi etermine whether to
X . This option exists data risk, Input flowing sh'in enable!
takeover or failover ap

If more than one, sep|

["] Enable arbitral po

[] Stop applicatio

[] Enable detect function (when detection fails, it will be regarded as resource error)

[[] After host started, wait sec, start application
Default host for adjusting conflict: | WIN-KEI9GIN7ICE

Launch data backup connection when data logic is consistent

[w] Auto start connect after switching application semvice

[v] Syncing time while switching

Enter the default stringin the box, and then click OK.

| General | Data| Policy | ResManager|

[w] Auto failover when resource errors

— [+/] Shutdown takeover

[[] When HBT time out,after wait shut down take over operation.

() Take over when data is completely consistent and launch reverse data backup connection

I@ Take over when data logicis consistent I

[] Take over by data difference

When data difference of active server KB standby server won't take over applications

When data difference info update time|30 s standby server won't take over applications

I [ {aunch reverse data backup connection when data logicis consistent I

() Take over unconditionally and launch reverse data backup connection

Isolation Ip List

The local host can ping its IP to judge whether the network communication is normal, so as to determine whether to
takeover or failover application service.

[ more than one, separate them by 7, eg: 192.168.0.1,192.168.5.| Maxmiss: Timeout(s)
[[] Enable arbitral policy(check the communication with arbitral IP when shutdown take)

[] Stop application server while arbitral faild

["] Enable detect function (when detection fails, it will be regarded as resource error)

[] After host started, wait sec, start application
Default host for adjusting conflict: | WIN-KEI9GONTOCE

Launch data backup connection when data logic is consistent
uto start connect after switching application service
Auto start ct aft itchi licati i

[w] Syncing time while switching

Click OK to close the prompt.
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For specific differences between "Complete Consistency Strategy" and "Logic Consistency Strategy"', refer to
"4.1 Selecting the Data Consistency Policy"

After creating application service resources, the data consistency strategy selection is completed, and the
application service can be started by performing the bring-in operation. Testing operations such as bring-out
and switch can also be performed later to verify the correctness of the dual-machine hot standby
configuration. The steps of bring-in, bring-out, switch, and other operations refer to the main functions of the
dual-machine hot standby software.

3.3 DSS Service Configuration

Once the hot standby software is set up, you need to configure the DSS service. We recommend that you
configure the DSS service in the following order (to reduce the number of switchover times of the active and
standby servers).

Step 1: Modify the Server IP addresses of the DSS service on the active and standby servers.(You can also modify it after

the DSS isinstalled).
Step 2: For the hot standby software, bring in the active server and run the hot standby. After initialization, log in to the
client.

Step 3: Import the license into the active server. Log in to the client again (Note: Storage configuration is also available

before the license is imported).

Step 4: Configure the Central Storage of the active server (Configure local network disk types, add a network disk and

set disk types as planned). NTP Time Sync (Optional. This feature can be configured during standalone server operation.

If this featureis not required, it can be skipped and reconfigured as required in the future).
Step 5: Manually switch over to the standby server for operations,and log in to the client after initialization.

Step 6: Import thelicense into the standby server.

Step 7: Configure the central storage of the standby server (Configure local network disk types, add a network disk and

set disk types).
Step 8: Switch over to the active server for operations.
Step 9: Bring out the hot standby.

Step 11: Bind the resources of the hot standby and configure the script. Disk, Time Sync, WebClient Script Configuration.

Step 12: Select the sync direction of data sources and bring it in. The setupis complete.
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3.3.1 Modifying Service IP Address of DSS

Switch to the DSS service configuration interface of the active server, and modify the service IP address. The service IP
addresses of both the active and standby servers need to be changed to VIP. In this example, VIP is 10.38.127.15, as shown in

the following figure.

1S DSS s SR NCR o)

%) RestartAll |1 StopAl €3 Refresh ® Running
Service Service Category Status Exception Info Operation

DSS X Basic i ' N . + Runnina 4
DSS_SMC

DSS_HRS

DSS_REDIS

MySQL
- - Cancel
DSS_MQ ;

* Running
* Running
+ Running
9090 * Running

do Download DSS Client

The service IP address of the standby server also needs to be changed to VIP, in the same way as the active server.
Notes: When configuring VIP, make sure that HAService.exe, Replicator.exe, and SMonitor.exe processes are started smoothly.

Open the Task Manager to check if the processes are started smoothly.

3.3.2 Importing License to Platform

Apply for two license certificates of DSS first. After the service has been successfully broughtin, log in to the client, import one
of the two DSS licenses to the active server, and confirm the activation. (At this point, you can log in to the platform to
configure the NTP server and the image disk. This can save you the trouble of bringing in/out them repeatedly. If you do not
want to perform the configuration, ignore this step subsequently).

After the standby server is successfully launched, log in to the client again, import another DSS license, and confirm that the
import is successful. At this point, the licenses of the two servers are successfully imported. It means that the subsequent
switchover will not affect the authorization of the licenses (At this point, you can also go to configure the NTP server or the

image disk. If you do not want to perform the configuration, ignore this step subsequently).
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Note: If the applied license is a trial license, due to the small number of authorization channels for a trial license, the

switchover between active and standby servers may cause the license to expire when too many devices are added by

abnormal means, and then you will not be able to use the license. For this case, you need to apply for a license that matches

the number of devices added to the platform and re-import it according to the above steps.

3.3.3 Configuring Central Storage (Optional)

To use functional modules such as alarms and human faces, you need to configure image storage. DSS V8.0.4 and before are

not supported.

V8.0.4 and later support the central storage of hot standby. Storage configuration is no longer limited by license. You can

configure storage separately for two standalone servers, or set up the hot standby before configuring storage for the two

servers separately.

When using the central storage of hot standby, read the following notes carefully.

1.

On a server of hot standby, one EVS can be added to the server multiple times as different users. But on a
standalone or distributed server, one EVS can only be added once. If a network disk is used for storing images and
files and when in user mode, the active and standby servers need to add two unused users under one EVS. If you
want to add different users ofthe same EVS multiple times, the disk types of the added users must be the same.
When configuring data source binding, make sure that the drive letter and the corresponding type of the
disks for storing files or images must be identical, and the number and size of the disks must also be
identical.

In central storage, local disks cannot be used as video disks. Data on video disks cannot be synchronized. This will
causeinconsistency in the data of the active and standby servers.

If switching disk type or deleting is performed on the image storage disk configured with data
synchronization, you need to update the binding relationship on the hot standby software in time. This
prevents the loss of the mount point, which may result in abnormal data synchronization or abnormal
switchover.

File synchronization of the hot standby is incremental. If you need to format the image storage disk that has
been configured with data synchronization, the formatting on the client can only format the contents of the
disk on the current active server, while the data of the same drive letter on the standby server will not be

formatted. If you want to format the disk on the standby server, switch to the standby server.
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3.3.3.1 Configuring a Local Disk on the Client

Set the disk type on the DSS client (same operation for active and standby servers):
For V8.0.4 and later versions, evidence files can only be configured locally. If the storage of evidence files is required, it
can only be configured on the local disk. An example of an evidence file disk (same configuration for images and files) is

provided, as shown below. Format the local disk of the active server for evidence file storage:

1SDSS f Home b 20:5051 @ —

Menu

Server Name: Videos: Images and Files: Incident Files:
GB = 1
TG Disk Name Capacity Storage Type Health Status Disk Status Operation
Disk Group

DA = e Incident File oK Formatted o

3.3.3.2 Adding a Network Disk on the Client

If one EVS is used for both image and video storage in a network disk, plan therelation between a userand a storage
type, and at least three users arerequired (The normal mode can also be used as a special user, but EVS added in
normal mode can only be used for video storage). Volumes can only be added in the same way that users are added.
An example of planning: one EVS and three users (wzw, sc, test). User "wzw" is used for image storage for the active server,
user "sc" for image storage for the standby server, and user "test" for video storage. The normal mode is added for video
storage.

Active server:

1 Home

Network Disk IP: Server Name:

GB

Volume Name Added by Capacity Storage Type Disk Status  Initialization Status

mdl = Normal

md2 - Video Normal

Normal

B

Normal

Normal

Normal

Normal

Normal

Normal

Normal
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Standby server:

PDSS  fHome

= Menu

Volume Name Added by Capacity Disk Status  Initialization Status

B Se
L5

Disk Group
Norma!

md2 = Norma!
md3 - = g et Normal
md4 = Norma!
Norma!
Normal|
Norma!

Norma!

3.3.3.3 Using a Network Disk as a Video Disk

In the hot standby mode, local disks cannot be configured with video disks; otherwise, data cannot be synchronized. To use
video storage, you need to add a network disk. Requirements for adding a network disk: Both the active and standby
servers add a disk under the same user ofthe same EVS as a video disk. During a hot standby switchover, the

corresponding server will automatically take over the video disk to ensure video data synchronization.

3.3.3.4 Configuring or Updating "Binding Data Sources to a Disk"

If the hot standby software is running, select the cube and right-click the service to bring it out. When the service is
completely brought out, select Application Service > Modify/Preview in the menu bar at the upper right corner of the hot

standby software. Then a box will pop up as follows. Click Modify.
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‘ Gener: “|j;’=ﬂﬂ“§ I’ulicyl ResManager|
=]
[] Bind data
Rule Path Rule Attributes

CDSS\DSS ServerWEB... Include [ Recurse [ | ExcludingTargetlock
C:DSS\DSS ServerWEB... Include Recurse [ ] ExcludingTargetLock
CDSS\DSS ServerWEB... Include Recurse [ ] ExcludingTargetLock
CADSS\DSS Serverimysq... Include [ Recurse [ | ExcludingTargetLock
CADSS\DSS Serverimysq... Include [ Recurse [ | ExcludingTargetlock
CADSS\DSS Serverimysq... Include [ ] Recurse [ | ExcludingTargetlock
CADSS\DSS Serverimysq... Include Recurse [ ] ExcludingTargetlock

ADVANCE

[] Verify after Application Service Takeover

[w] Use Data Lock in Standby Server

[[] Delete orphan files when verifying or mirror
[[] Use verify difference

[] Auto Snapshot

To configure "Binding Data Sources to an Image Disk', select SUBOSS_DATA and OSS_DATA directories (Select the
directory of each folderinstead of the entire disk. The check mark for the entire disk is black). An example of configuring

SUBOSS_DATA and OSS_DATA is shown. Perform the same operation for multiple disks.

Meodify Application Service 23

Genera\| Data | Po\lcyl ResManager|

[+ Bind data

File Attribute
aWINfKE 19GSNTOCE

Recurse - NotExcludingTargetlock

Ilolololololololol

[] Delete orphan files when verifying or mirror
[[] Use verify difference

[v] Aute Snapshot

For other disks, configure them as above. When the configuration is complete, click OK.
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To configure "Binding Data Sources to a Video Disk":
if the hot standby center is used for video storage, you need to configure C:\DSS\DSS Server\SS\alarm_relation.db for
synchronization. If the alarm_relation.db fileis notfound in the SS folder, double-click C:\DSS\DSS

Server\SS\DSS_SS.exe. After opening thefile, close the pop-up window.

=

Modify Application Service

General‘ Data |F‘o|icy| ResManager|

Bind data

Select Data Rule

LY

File Aftribute ‘

|
-] lVMS
+- [ @luninstall
[ B3witchCenter
[ @msub0ss
= ¥ lsS
-] illog
] @mntmi

Gloolonlnloiel — 1

b |

LT JAnalyze H
=[] Javnetsdk.dil 2724 KB

~[1[]cacertpem 1KB
[J[)Change_SS_PATH.py 0KB
] JCOFsTools exe 565 KB
~[1[Jcafs_tmp_5992.64 0KB
~[1[ ) Dataversion.xmi 0KB
L ] Jdnhconfigsdk.dil 3344 KB
~[11[ ] DhHevcParserlib.dll 88 KB
-0 DDnHe\th’arserlihmdd dil 40 KB

o v

Mok Al LA

[ ] Delete orphan files when verifying or mirror
[ Use verify difference

Auto Snapshot

Modify Application Service

Genera\‘ Data |Pmicy| ResManager|

Bind data

Rule Path Rule Attributes
CADSS\DSS Serven'SS\alarm_relation.db I Include Recurse g

- eNer\Dpenﬁ\ Include Recurse q
C\DSS\DSS ServerWEBCLIEMNTWebclientiapache-tomcatibiniwebapps-conf. Include Recurse H
C\DS35\D3S ServerWEBCLIENTwebclientiapache-tomcatwebappsigisPackl Include Recurse g
CADSSIDSS ServerWEBCLIENTwebclientiapache-tomcatiwebappsiupload Include Recurse g
CADSS\DSS Serverimysglidatalib_logfilet Include Recurse g
CADSS\DSS Serverimysglidatalib_logfiled Include Recurse g
CDSSIDSS Servermysqlidatalibdatat Include Recurse £ | Modify
CADSS\DSS Serverimysqlidatatds st Include Recurse H

< n

ADVANCE

[[] Verify after Application Service Takeover
Use Data Lock in Standby Server

[[] Delete orphan files when verifying or mirror
[[] Use verify difference

Auto Snapshat

If you find that the amount of data is large during the deployment process, select "Use verify difference" to optimize

the time of secondary verification.

38



Click OK to save the configuration. After the folder configuration is synchronized, you need to configure the disk management

script.

Note:When only 5 GB of space is left on the disk,an alert will appear on the Rose software. When only 3 GB is left, data

synchronization will stop.

After configuring file synchronization, switch the disk type or delete the disk on the client. You need to update thefile

synchronization configuration in time. For example, when an F disk is formatted to be a video disk on the active server,

if you want to update the binding of data sources, you need to remove the configuration oftheF disk.

3.3.3.5 Configuring Scripts to a Network Disk

If a networkdisk is used for storage, you need to configure script resources for network disk management. This

prevents the iSCSI from being disconnected after a server reboot.Detailed steps are listed below:

1
| General | Data | Poicy| ResManagerI

Modify Application Service

[x]

2
Modify..| |Delete

3

Script Resource

ISCFim Resource IResource F'arameterl Depend Resource | Additional Script
r 3

Script Template|

Resource
MName: UserDef#1
Start Script:

Stop Script(P):

Monitor Scrip]

Script

6

Monitor Scrip

ScriptF’atI’l CADSS\DSS Serveribinihot_spare_net_disk_job.bat

I Browse...

Serial{L):
: Arguments:

TCP Listen Po

UDP Listen Paol

[[] SetListen Background  [] With assigned user

OK

Cancel

Set...

Set...

Set...

OK

Cancel
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If the serviceis notbroughtout,
bring out the service. When the
serviceis completely brought out,
select either of the two cubes and in
the menu bar at the upper right
corner of the hot standby software,
select

Application Service

- Modify/Preview

- ResManager

- Add

-> Script Resource

->Select UserDefine in Script
Template.

- Set Stop Script.

- Select the script DSSDSS\DSS
Server\bin\hot_spare_net_disk_jo
b.bat.

- Click OK, and close the pop-up

window of "Script".




Modify Application Service

General | Data | Policy ResManager|

| Script Resourcel Resource F'arametel Depend Resource

- Depend Resource g

[w] IP-UserDefine

[] Restartwhen the depend resource is restarting

IP Resource

Property
IP-UserDefine :

2SouUrce MT-DSSProfe; nal

Script Resource UserDef#1 "CADSS\DSS Serveribinthot_spare_ne...

NT Senvice Resource | Resource Paramelerl Additional Script|

rResource

Name: ‘NT—DSSF’mfessmnal |

NT Service Mame(M): ‘DSS Professional ||Seled...|

[[] Kill serice when stop time out

[] Stop the dependent NT service when the service is stopped

rDepend Resource

Wlruseoenne ]

[w] UserDef#

[] Restart when the depend resource is restarting

pE

I OK I Cancel
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10
Modify Application Service 2
General Datal Policy RESMEHEQSF|
12
Type Resource Name

Cancel

Select Depend Resource.

-> Select IP-UserDefine and then
NT-DSSProfessional.

-> Click OK and close the pop-up

window of "Script Resource”.

Select NT Service Resource.

- Select UserDef#1 and then
IP-UserDefine.

- Click OK, and close NT Service
Resource.

- Click OK, and close the pop-up
window of "Modify Application

Service".

The configuration of disk

management scripts is complete.




If the binding configuration is not required for other data sources, you can enable the service only by bringing it in on the
active server again. At this point, if the data is not synchronized from the active server to the standby server, you can
right-click on the cube to switch the data source.

Note: After the data sources have been bound to a disk, be sure to confirm the data synchronization direction before
bringing the service in. In other words, reconfirm the active and standby servers. As shown below, the data of
WIN-K619GIN70CE is synchronized to WIN-PDEAMGGF81R after the service is brought in. The "disk.info" in
WIN-PDE4AMGGF81R will be overwritten by WIN-K619GON70CE, and once the dual servers operate, the image data in

WIN-PDE4MGGF81R before the configuration of data source binding cannot be queried.

s DSSReplicatorPlus Control Center - WIN-K6I9GINTOCE = I:'-

System Server Data Application Service View Tools Language

Ba@éeeBl e e

[EH2§ Host list Property
£ [ 'S o Useretng
7] Userl L IP-Userl
A, win-PDE UserDe
LT Userl - NT-D3S
== Data
=== Connec
Speed 0BIS Left 0B Group: UserDefine == Data
. | ! =I-Link Gro
App offline k= /
e F e
E Host:WIN-K6I9GIN70CE El Host:WIN-PDE4AMGGF81R
b o] Nees
=0 Replical
i+ Sent
L Quel
1 Mod
= Target £
‘_‘ Pag:
<[ m > <|m
) 2021-09-28 07:06:51 | Modify the resource (NT-DSSProfessional) in the resource group (UserDefine) successfully. [ WIN-KGI9GINTOCE | ~
) 2021-09-28 07.05:47 | Modify the resource (NT-DSSProfessional) in the resource group (UserDefine) successfully. [ WIN-KBI9GINTOCE |
) 2021-09-28 07.05:47 | Modify the resource (NT-DSSProfessional) in the resource group (UserDefine) successfully. [ WIN-PDE4MGGFE1R ]
) 2021-09-28 07:04:55 | Modify the resource (NT-DSSProfessional) in the resource group (UserDefine) succassfully. [ WIN-PDE4AMGGFE1R |

As shown above, if the data synchronization direction is not as expected, you can right-click on the cube and then

perform Switch to change the data synchronization direction.

3.3.4 Configuring NTP Time Sync (Optional)

3.3.4.1 Configuring NTP Time Sync on the Active Server Client

NTP Time Sync can only be configured after the hot standby environment has been set up and the license has been imported.
To use the NTP Time Sync in V8 and later, you need to enable the NTP Time Sync on the active and standby servers, log in to

the active server client, and configure the NTP Address in System Parameters, as shown below.
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Time Sync

3.3.4.2 Configuring Scripts for NTP Time Sync

After the configuration is complete, bring out the service. When the service is completely brought out, select Application
Service > Modify/Preview > ResManager > Add > Script Resource in the menu bar at the upper right corner of the hot

standby software. Then a box will pop up as follows.

Preview Application Service IL
[ 1 1 [
Script Resource -
ESCFiDt RESOUFCEE Resource Parameter | Depend Resource | Additional Script
Script Template: UserDefineEx w
- Resource
Mame: UserDef#1
Start Script: CAReplicatorPlus\bin\UserDefine_UserDef#1_start.bat
Stop Script(P). | C:\ReplicatorPlus\bin\UserDefine_UserDef#1_stop.bat
Monitor Script: |C:\ReplicatorPlus\bin\UserDefine_UserDef#1_ag.bat

[] Set Listen Port

TCP Listen Port:

UDP Listen Port:

| OK | | Cancel |

Select UserDefine in Script Template, and configure Start Script and Stop Script separately. The path of Start Script is
C:\DSS\DSS Server\ntp\setup_ntp_main.bat, and the path of Stop Scriptis C:\DSS\DSS Server\ntp\setup_ntp_sub.bat.
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Modify Application Service

G .
i Script Resource

Sciipt Resource | Resource Parameter | Depena Resource | Adational Seript

Seript Temp\aq UserDefine |

ackground  [|Withassigneduser| .|

Typ
PR Name: ‘USerDefm 2 | pro
his{ || statseript | |
| Smpsmpt(?)‘ [ st | [
Wonttor Scrip
Script
Script Path: |
Arguments: |

path: JCDSSIDSS Senvenntpisetup_ntp_main.bat
-l mysql [l Name Size Atiibutes  Modified Time
-l nginx
selup_nip py 5KBA 2021-07-26 00:4206
- selup_ntp.bat 0KBA 2021-07-26 09:4206
=B OpensSSL ] setup_ntp_sub.bat 0KBA 2021-07-26 09:4206
B 0SS ] selup_ntp_server.0at 0KBA 2021-07-26 09:4206
o FORS A. etun ofo msba 0KBA 2021-07-26 09:4206
Cl 0KBA 2021-07-26 00:4206
-l PES 0KBA 2021-07-26 09:4206
= I PTS = 0KBA 2021-07-26 00:4208
- python ||| nte_sync_from_main. 0KBA 2021-07-26 09:4206
init_ntp.bat 0KBA 2021-07-26 09:4206
&l redis adjust_local_time.py OKB A 2021-07-26 00:4206
- B SearchDevice
— b S8
= [l Sub0SS
| B SwitchCenter |
] - uninstall = —
DE4M | <] [T [ 3]
. . ==N
oy ==0

Then click Depend Resource to configure.

‘Seript Resource | Resource F'aramelerl Depend Resourcel Additional Script

Script Temp\ale‘ UserDefine

Mame: UserDef#1

|Start Script  "C7DSSIDSS Server \ntplsetup_ntp_main.bat"

Stop Script(P): | "C\DSS\DSS Senver intpis stup_ntp_main.bat’

Manitor Script

Manttor Script:|

Serial(L):

— ] SetListen Port

TCP Listen Port |

UDP Listen Port |

ok [ oo |

Script Resource | Resource Parameter ||Depend Resource | Additional Script

[] Restart when the depend resource is restarting

[T
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3.3.4.3 Binding the Data Sources of NTP Time Sync

After NTP scripts are configured, select Data, and click Modify. Select C:\DSS\DSS

Server\WEBCLIENT\webclient\apache-tomcat\bin\webapps-conflbrms\other.properties, and click OK, as shown below.

Modify Application Service =
1.
General Data IPo\icyl ResManager|
Bind data
Rule Path Rule Attributes
CADSS\DSS ServerWE... Include Recurse ExcludingTargetLock
CADSS\DSS ServerWE. . Include Recurse ExcludingTargetLock
CADSS\DSS ServerWE... Include Recurse ExcludingTargetLock
CADSS\DSS Serverimys. Include Recurse ExcludingTargetlock
C\DSS\DSS Serverimys. Include Recurse ExcludingTargetLock
aoccan o T =) TR T
s Select Data Rule -2 A
File Aftribute | | Modiy §
TP N
-¥ ilemap
-] ilecos
= lbrms
DDappHcatmn properties 1KB
m] Dcnnﬁguratmns properies 5 KB
] Dcnnﬁgurahnns_userDeﬁned properties 4 KB =

o
| Dmnﬂguratinns_cnmmnn properties 2KB
-] [ updateDBPwd.py 1 KB

- [0 bootstrap jar 34 KB

- [[catalina-tasks.xml 1KB

- [ catalina.bat 15KB

- [1[Jciphers.bat 2 KB

-0 Dcnmmnns—daemnn-native targz 202 KB

- DDcnmmnns—daemnnjar 24KB

- [ configtest bat 1KB ”

OK Cancel

You can see one more file in the folder. Click OK.

Modify Application Service -
‘ Genera\‘ Data | Pullcyl ResManager

Bind data

Rule Path Rule
C\D335\D3S ServeWEBCLIENTwebclientiapache-tomcat\binwebapps-confibormsiother properties I In
GAOSS_DATALdisk.info Ir|
F\OSS_DATALdiskinfo Ir|
EMOSS_DATALdiskinfo Ir|
DASUBOSE_DATALdisk.info In
GAOSS_DATAL In
FAOSS_DATA In
DASUBOSS_DATAL A= [Modify}
EMOSS_DATAL Ir|
CADSS\DSS Serverimysglidataidsst Ir|
CADSS\DSS Serverimysglidatalib_logfile In
CADSS\DSS Serverimysqlidatalib_logfile0 I
CADSS\DSS Servenmysqlidatatibdatal I
CADSS\DSS ServerWEBCLIENTwebclientiapache-tomcatibinwebapps-confiemapiconfig_userDefi I
CD335\D33 ServeWEBCLIENTwebclientiapache-tomcatiwebapps\gisPackl In

-
n >
1 ADVANGE

[] Verify after Application Service Takeover
Use Data Lock in Standby Server

[[] Delete orphan files when verifying or mirror
| [[] Use verify difference

Auto Snapshot

If the configuration is not required for other data sources, you can use the NTP Time Sync only by bringing in the service again.
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3.3.5 Configuring WebClient License (Optional)

ForV8.000.0000004.0 and earlier versions that do not support WebClient,ignore the following configuration.
WebClient needs to be deployed on both the active and standby servers, and the DSS service needs to be stopped during
deployment. The WebClient can be deployed before the hot standby is set up. If the WebClient is deployed after the hot
standby is set up, you need to bring out the service. After the active and standby servers are deployed, you need to configure
the scripts and synchronize the SSL licenses to make sure that the licenses of the active and standby servers are the same. This
can avoid reinstalling the licenses when the standby server is running.

1. Configuring the Synchronization of OpenSSL Folder: DSS\DSS Server\OpenSSL

If the hot standby software is running, select the cube and right-click the service to bring it out. When the service is
completely brought out, select Application Service > Modify/Preview > Data > Modify in the menu bar at the upper right

corner of the hot standby software.

Modify Application Service [x] Modify Application Service -
g— 1
General| Data| Policy| ResManager| | General | Data | Palicy | ResManager |
[w] Bind data [+ Bind data
‘ Rule Path Rule Attributes Rule Path Rule Attributes
-~ (C\DSS\DSS Server\OpenSSLL = =
v Select Data Rule E1085_DATA Include [| Recurse
File Aftripute ‘ DASUBOSS_DATAL Include Recurse
Dmvus ~ (CADSSIDSS ServerWEBCLIENT o “confem... | [ Indude | Recurse
LI BUpgradeServer (CADSSIDSS ServerWEBCLIENTY Packl Include [ Recurse
+ O] Mluninstall 2 CADSSIDSS ServeWEBCLIENTY Include  [/] Recurse
+- ] BlSwitchCenter
+ [ BSub0Ss CADSS\DSS Serverimysqglidatalib_logfile1 Include Recurse
Cmmss CADSS\DSS Serverimysqlidatalin_lagfiled Include Recurse
[]@mSearchDevice CADSS\DSS Serverimysqglidatalibdatal Include Recurse
[ Blredis ICADSS\DSS Serverimysqiidataldsst Include Recurse
+ ] ilpython
- O PTS =
+ (1 PES
+ (] MPCPS

] BmOutSideDBScript

E MolExcludingTargetlock < mn >
- O] ilinginx ADVANCE
- Emysal [[] Verify after Application Service Takeover
-] Iltmp
4[] Bllshare v Use Data Lock in Standby Server
[[] Delete orphan files when verifying or mirror
- [[] Use verify difference
[w] Auto Snapshot [v] Auta Snapshot

2. Configuring the Synchronization of License Script: C:\DSS\DSS Server\OpenSSL\bin\openssl_dist.bat
Application Service > Modify/Preview > ResManager
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Modify Application Service 2 If you have previously

General | Data F‘°”°Y| F{99’"‘5'"“”' ! configured a disk management
3 script, there will be a script

resource of "UserDef#1" Select
the script and click Edit.
- In Start Script, configure the

Property

Resource Mame

Type

IP-UserDefine R

IP Resource

I Script Resource UserDef#1 "C:\DSS\DSS Server\binthot_spare_ne... .
L script DSS\DSS
Script Resource X . .
: Server\OpenSSL\bin\openssl|_dis
Script Resource | Resource Parameter | Depend Resource | Additional Script
. : t.bat.
Script Template] UserDefine
Resource -> Click OK, and close the pop-up
Mame: UserDefi#1 window of "Script".
4 pe—
SEUREEE - Click OK and close the pop-up
Stop Script(P): "C:\DSS\DSS Server\binthot_spare_net_disk_job.bat” Set.. . " . "
_ window of "Script Resource".
Manitor Scri Script 5 .
Monitor S Set...
Py Script Patnl C\DSS\DSS SenveriOpenssLibintopenssi_distbat I Browse... =
Serial(L): X .
LIoien The  configuration of  the
[] Set List Background [ ] With assigned user . . .
o8 Listen 6 = o WebClient script is complete. If the
UDP Listen F configuration is not required for
other resources, bring in the
service to enable it.
)
i

If the resource of "UserDef#1" does not exist, see Configuring Scripts to a Network Disk. After adding the resource, configure

DSS\DSS Server\OpenSSL\bin\openss|_dist.bat in Start Script. Be sure to modify the dependency of the added resource.
"NT-DSSProfessional" depends on "UserDef#1", and "UserDef#1" depends on "IP-UserDefine".

3.3.6 Configuring CA License (Optional)

If you use CA License function, you need to configure the Synchronization of License.
You need to synchronize the SSL licenses to make sure that the licenses of the active and standby servers are the same. This
can avoid reinstalling the licenses when the standby server is running.

1. Configuring the Synchronization of OpenSSL Folder: DSS\DSS Server\OpenSSL\bin , DSS\DSS

Server\nginx\conf\server.conf
If the hot standby software is running, select the cube and right-click the service to bring it out. When the service is
completely brought out, select Application Service > Modify/Preview > Data > Modify in the menu bar at the upper right

corner of the hot standby software.
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1» Select Data Rule ® 1# Select Data Rule X
File Aftribute File Attribute
~ -~ LT _Jproxy.cont URE o
LI imPiugins [ [retail.cont 0KB
‘Llmrces _ -0 retailiplist cont 0KB
[ IOutSideDBScript [ retailiplist conf.bak 0KB
[1mmoss - [ Jretailproxy.conf 0KB
=3 ¥ ElopenssL [ retailsecurityiplist.cont 0KB
-0 .SSL [ Jretailsecurityiplist conf bak 0KB
-0 .!'b [ Jrewrite.cont
-0 -m.c\ude ) - [ Jroute.conf
- [l Ellin Recurse - MotExcludingTargetLock - jscgi_params
“E Bﬁ;rc?;zzpz % ;;E; " - [ securitycenterip.conf
-~ [Qlibssk-1_1 Ijl\. 530 KB g [Qsecurtyconterip cont bak
-1 start bat 0KB -0
[ @ntp -] B 0
I?.ngmx [ Jupload.cont 0KB
=¥ Mmysal [ Jupstream cont 0KB
[ Sitmp - [ Juwsgi_params 0KB
-] Ellshare R
O et - O [Awin-utt IKB
- Blajp_temp
=1.- ¥ @lldata v gy v
oK Cancel oK Cancel
Modify Application Service
General Data Policy ResManager
Bind data
Rule Path Rule Attributes
C\D33\D33 Seweﬂnginx\connsewer.confl Include Recurse ExcludingTargetLock
CADSS\DSS ServenOpensSSLbInG I Include Recurse ExcludingTargetLock
CADSS\DSS Servenmysglidataimysghuser.frm Include Recurse ExcludingTargetLock
CADSS\DSS Servernimysglidataimysglhglobal_priv.MAl Include Recurse ExcludingTargetLock
CADSS\DSS Serverimysglidataimysgliglobal_priv.MAD Include Recurse ExcludingTargetLock
CADSS\DSS Serverimys qlidataimysglhglobal_priv.frm Include Recurse ExcludingTargetLock
CADSS\DSS Serverimys gqlidataimysglh Include Recurse ExcludingTargetLock
CADSS\D3S Serverimys qlidatalib_logfiled Include Recurse ExcludingTargetLock
CAD33\DES Serverimysglidatalibdata Include Recurse ExcludingTargetLock :
CAD33\DES Serverimysglidataldss) Include Recurse ExcludingTargetLock
CAD33\DSS ServerWEBCLIEMTWwebclienflapache-t... Include Recurse ExcludingTargetLock
CADSS\DES ServerWEBCLIEMTWebclienflapache-t.. Include Recurse ExcludingTargetLock
CADSS\DES ServerWEBCLIEMTWebclienflapache-t.. Include Recurse ExcludingTargetLock
<
ADVANCE

] Verify after Application Service Takeaver
Use Data Lock in Standby Server

] Delete orphan files when verifying or mirror
[1 Use verify difference

Auto Snapshot

OK

Cancel

2. Configuring the Synchronization of License Script: C:\DSS\DSS Server\OpenSSL\bin\openssl_dist_back.bat
Application Service > Modify/Preview > ResManager
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Modify Application Service 2 If you have previously

GenerallDataIPoncyl Resmanagerll configured a disk management

script, there will be a script
resource of "UserDef#1". Select
the script and click Edit.

- In Start Script, configure the

Resource Name Property

10.38.127 .15/ 255.255 2565 0Nic-User...

IP-UserDefine

IScript Resource UserDef#1 "C:ADSS\DSS Serveribinthot_spare_ne... .
u script DSS\DSS
Script Resource X . .
= _ Server\OpenSSL\bin\openssl_dis
Script Resource | Resource Parameter | Depend Resource | Additional Script
. : t.bat.
Script Template: UserDefine
E— - Click OK, and close the pop-up
Name: UserDef#1 1 window of "SCl’ipt".
Slaec P - Click OK and close the pop-up
Stop SeriptiP): |"C\DSS\DSS Senverbinihot_spare_net_disk_job bat” Set . e .
. window of "Script Resource".
Monitor Scri Script 5 .
Monitor Scr] Set...
Script F'athl CiD35DSs Seru'enOoenSSL\b\n\opensslid\stiback.bai Browse...
Serial(L): -
frament: The  configuration  of  the
[[] SetList Background [ ] With assigned user
TCP Listen B 6 WebClient script is complete. If the
LD Cisten configuration is not required for
other resources, bring in the
service to enable it.
7

3. Generating or importing CA Certificate on the client

DSS M Home 5 k o 21:10:29 @& -

Security Config
Security Config

Message Retention P...

Certificate Management

L)
4

Time Sync

1
r

AcuPick

+ Create Certificate ¥ Import CA Certificate
Email Server

Certificate Details
Active Directory

POS End Sign
= Default CA Certificate
Device Adding Config

Remote Logs

Independent Databas...

=
=
[
=
)
=]
©)
]
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3.3.7 Configuring AcuPick Components (Optional)

Ignore AcuPick independent deployment. If AcuPick components are centrally deployed in Hot Standby software, then
theactive and standby servers need to be installed with AcuPick components, and their ports of AcuPick service should
keep the same.

1. Configure AcuPickon Client

Select “CentralIntelligence”, configureIP and port, and configure “IP/Domain Name” as VIP.

1SDSS  Home ‘ i OFEl 5 & & 219040 @8 - O X

v Security Config
AcuPick Comparison Method

ge Retention P... Edge Intelligence

"
s

Time Sync

L
9

® Central Intelligence

AcuPick Step 1: Configure the AcuPick server information
Email Server

Active Directory

umy WA

POS End Sign

Device Adding Config nter the c onent tion tool page. Copy and e key and the identity ¢ c formation to the tc

Remote Logs Identity Certificate: Secret Key:

Independent Databas...

Step 3: Test the AcuPick function
Mobile App Config

&
=]
@
W

Click to test thi

Test AcuPick Function

2. Configurethe private key on AcuPick

Configure the key of Client on the configuration tools of the active and standup servers. As shown below.
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~ Professional
]J D SS Management Tool

Detail

Acuplck(Acuplck Algorlthm Service)

for people and vehicles by n the platform. Running...
Service i Operation

SMC

SVE Modify Identity C

ACDG

AcuPick

Oj0p ¢/ 06(0 0 0 0

CFGS

Device Managem
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4 Main Features of Hot Standby Software

4.1 Selecting the Data Consistency Policy

You need to configure the consistency policy before bringing in the service, otherwise, you maynot be able to re-configure it.

There are two main types of data consistency policies for the hot standby as follows.

® Complete data consistency policy (Default)

Features: It can be ensured that the data of the active and standby servers are completely consistent, but in extreme cases, the
standby server may not take over.

® Logic data consistency policy (Recommended)

Features: It cannot be ensured that the data of the active and standby servers are completely consistent. In extreme cases,
data may be lost in milliseconds. But the continuity of services can be ensured.

Because the complete data consistency policy configured by default takes data as a top priority, the standby server will not
take over in case of data inconsistency. In extreme cases such as a power failure on the active server or sudden network
disconnection, the data on the active server may not be transferred to the standby server in time, so the standby server may

not take over.The default consistency policy is shown as follows.

Modify Application Service -
| General | Data| Palicy ‘ Resrv1anager|
Auto failover when resource errors
— [v] Shutdown takeover
When HBT timeout,after wait |45 S shut down take over operation.

I (®) Take overwhen data is completely consistent and launch reverse data backup connection I

() Take over when data logicis consistent
Take over by data difference
When data difference of active server |1 KB,standby server won'ttake over applications

When data difference info update time| 30 s,standby se

won't take over applications

Launch reverse data backup connection when data logic is consistent

Take over unconditionally and launch reverse data backup connection

Isolation Ip List

The local host can ping its IP to judge whether the network communication is normal, so as to determine whether to
takeover or failover application semice.

If more than one, separate them by "/,

) 168.5 Max miss: |2 Timeout(s) 1
["] Enable arbitral policy(check the communication with arbitral IP when shutdown take)
Stop application server while arbitral faild

["] Enable detect function (when detection fails, it will be regarded as resource error)

[] After host started, wait |60 sec, start application
Default host for adjusting conflict: | WIN-KGI9GANTOCE
Launch data backup connection when data logicis consistent

Auto start connect after switching application service

I Syncing time while switching I
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If you are very concerned about the service continuity, you can enable the logic data consistency policy, launch a
reverse data backup connection as required, and manually configure the Syncing time while switching.

The configuration of logical consistency policy is shown as below:
Select "Take over when data logic is consistent" and "Launch reverse data backup connection when data logic is

consistent" under the "Policy" tab. The dialog box"Warning Data Disk" will automatically pop up, as shown below.

[x]

Muodify Application Service

‘ Generall Dala| Palicy | ResManager‘

Auto failover when resource errors

— [] Shutdown takeover
[[] When HET timeout,after wait |45 S shut down take over operation.

() Take over when data is completely consistent and launch reverse data backup connection

Ilé:‘ Take over when data logic is consistent I

[] Take over by data difference

When data difference of active server |1 KB,standby server won't take over applications

When data difference info update time| 30 s,5tandby server won't take over applications

I Launch reverse data backup connection when data logic is consistent I

Take over unconditionally and launch reverse data backup connection

Warning Data Risk -

Isolation Ip List

The local host can pin| -
This optien exists data risk, Input flowing string (4325} fp enable!
takeover o failover ap| e s . : g

etermine whether to

If more than one, sep| A32S imeout(s) | 1

["] Enable arbitral po oK | Cancel

Stop applicatio

[] Enable detect function (when detection fails, it will be regarded as resource error)

[[] After host started, wait |60 sec, start application
Default host for adjusting conflict: | WIN-KBI9GINTOCE
Launch data backup connection when data logic is consistent
Auto start connect after switching application service

Syncing time while switching

Enter the default content in brackets in the dialog box prompt and click OK. After the configuration is complete, the

interface as shown below will appear.
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Modify Application Service -

| General | Data| Palicy | ResManager‘

Auto failover when resource ermors

— [¥] Shutdown takeover

["]When HBT timeout after wait |45 S shut down take over operation

) Take over when data is completely consistent and launch reverse data backup connection

) Take over when data logic is consistent I

[] Take over by data difference
When data difference of active server |1 KB,standby server won't take over applications

When data difference info update time|30 s, standby server won't take over applications

Launch reverse data backup connection when data logic is consistent I

Take over unconditionally and launch reverse data backup connection

Isolation Ip List

The local host can ping its IP to judge whether the network communication is normal, so as to determine whether to
takeover or failover application service

If more than one, separate them by, eg: 192.168.0.1;192.16

5. Maxmiss: |3 Timeout(s) 1
[_] Enable arbitral policy(check the communication with arbitral IP when shutdown take)

Stop application server while arbitral faild
[] Enable detect function (when detection fails, it will be regarded as resource error)

[[] After host started, wait |60 sec, start application
Default host for adjusting conflict: | WIN-KG19GAM70CE
Launch data backup connection when data logic is consistent
Auto start connect after switching application service

Syncing time while switching

Click OK to close the dialog box.

Click to Back to Configuring Data Consistency Policies in Setup of Hot Standby to continue the setup of the hot
standby.

4.2 Setting Alias

To distinguish the two servers in a more intuitive way in the control center, you can modify the host name to an IP
address and perform the operation without bringing out the application.

Right-click the Host, and select Set Alias.

53



:) DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE

System Server Data Application Senice View Tools Language

FogevEed” e e

_I:I-

- Hostlist Value
>410.38.127.10 WIN-PDI
! UserDefine %, Communication ... T :: 112
[z WIN-PDE4MGGF ‘P Communication ... 7330
" UserDefine - @ Senvice Build Nu... 5.8.0-221
-® Nic-UserDefine  IP-Userl
Group: UserDefine Speed OBIS Left 0B Group: UserC 10.38.127.10° NICY
Bipie 733 :s & WIN-PDE4M .. NICT
\ Adve Ip: © e =g Disk Group
App running
m e | e
EHost:iziziiizoii: I B Host:WIN-PDE4MG('_‘I'
Refresh
Login
Logout
Create Application Senvice
Configure Wizard
Show Log
< [ >« m »
Communicate
"
v SetAlias
L erver Option
Set thealias to an IP address. Confirm and saveit.
v DSSReplicatorPlus Control Center - WIN-K6I9GIN7OCE == =
System Server Data Application Service View Tools Language
rrwi = R | A (@
FEa@eeoREMN e e
[=HJ§ Hostlist Property Value
=174 10.38.127.10 =@ Host WIN-PDI
: UserDefine %, Communication ... -
[z WIN-PDE4MGGF g Communication ... 7330
-~ UserDefine [ Senvice Build Nu... 5.8.0-221
=48 Mic Group
=@ Nic-UserDefine  IP-Userl
Group: UserDefine Speed BSTKIS Left 16K Group: UserC @ 10.38127.10  NIGT
aetva e D1l @ WIN-PDE4M... NIC1
h / We\p.. © ks Disk Group
App running
m e e
EHost:: it E Host:WIN-PDE4MGGF81F
i Host Alias
Inputthe alias.
< [ > [« > < [ >

4.3 Bringing in Application Service Resources

The "bring in" operation is to activate the hot standby. All the VIP services and data protection configured on the hot standby
will be activated. This operation can mount a VIP on the active server, enable the services of the active server, and synchronize

the data on the active server to the standby server for real-time protection. The active and standby servers don not remain

unchanged. They can switch rules.

The "bring in" operation is to activate relevant services on the active server in the current cluster, no matter the operation is
performed on the iron of the active server or the iron of the standby server. Therefore, before performing the "bring in"

operation, you need to make sure that the server with the latest data is running as the active server. This can prevent data
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from being overwritten. If the latest data is located in the active server, perform the "bring out" operation, switch the

rules of the active and standby servers, and then perform the "bring in" operation. For the "switchover", "bring out", and

other operations, see Section 2 and 3.

In the status panel of DSSRe plicatorPlus Control Center, check if the current server is the active server using the following four

methods, as shown in the following two figures.

(1) The server where "Active ip" is located is the active server.

(2) The server with a cube icon of high brightness is the active server.

(3) The arrow in the icon is always pointed from the active server to the standby server.

(4) Enter "ipconfig" in CMD, and the result with aVIP is the active server.

System Server Data Application Serice View Tools Language

BodEveBRA T e

P DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE

_I:l-

B9
E--E1 WIN-KBI9GINTOCE
i~ UserDefing
= EZ WIN-PDE4MGGF81R
UserDefing

Group: UserDefine

Speed 0B/S Left 0B (3)

Group: UserDefine

(2)
(O] T
I App running

RE
m e

El Host:WIN-K6I9GON70CE

m e

[ Host:WIN-PDE4MGGF81R

Value
WIN-KBISGINTOCE

Property
-y UserDefing
i L IP-UserDefing -l l-lelolelel
*:, NT-DSSProfessi.. DSS Professional
= Data
=@ Connection
#-|Z Data Rule Set UserDefine
& Link Group

i-d Speed(b.. 0

i Link-0
=[] Mirror
4] Left Bytes 0
i) Left Time 0s
o1 Needto Verify No
Replication
] SentByles  2,377,327,388
CQueued Bytes 0
[ Mode Async
Target Side
-\ Pagefile Used 0

UserDefine

) 2021-08-02 17:15:17 | Start target connection (WIN-KBI9GINTOCE-UserDefine) successfully.

€ 2021-08-02 17:15:14 | Bringin the job (UserDefine) successully. [ WIN-KEI9GANTOCE |
€ 2021-08-02 17:15:14 | Startresource <UserDefine= ok.cmd:0xa data:C [ WIN-KEI9GANTOCE ]

€) 2021-08-02 17:17:08 | Send MODIFY application service command successfully. [ WIN-KBI9GENTOCE, GUI]

[WIN-PDE4MGGFB1R ]

€9 2021-08-02 17:15:13 | Begin to execute verification of the connection(UserDefing) , verify made © Always BCS

€ 2021-08-02 17:15:16 | Create snapshot for the connection (UserDefing) successfully, comment: (Vol:C Type:Auto groupid:70e0c6f5314d2b498d65cea5b5c656d1).

[WIN-KGBI9GSNTOCE ]

) 2021-08-02 17:15:13 | HA Start connection or connection group (UserDefine) success. flag:cnn:1(normalStarty 1(normalVerfiy):3(srcOwner) [ WIN-KBI9GINFOCE ]

[WIN-PDE4MGGFE1R ]
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& SR Windows PowerShell
indows IP BEC

22 NIC4:

HJ DNS

IPv6 HEBE. . . . . . . . : fe8 ad6:4120: 1203

DNS

=l
IPvb #hkE. . . . . . . . a8:f0f5:332

. {F4EC38FB-8656-41BE-8F63-B3084A001472} :

Select the application service on the active server or the standby server (around the cube icon). Take the selected active server
as an example, as shown below.

Right-click to select Bring In to bring in the service.

s DSSReplicatorPlus Control Center - WIN-KGI9GIN7OCE =-|0 -
System Server Data Application Senvice View Tools Language

BadéeeBRE e e

[=H) Host list Property [value
= _ -HJ UserDefine WIN-KEI9GINTO...
G IP-UserDefine  -i-i-ietrenl
i, UserDef1 "C\DS8\DSS Se..
""’ MT-DSSProfessi.. DSS Professional
Data UserDefine
=== Connection Stop
roup: UserDefine | [~/ )] Speed 0358 Let 08 <% Group:l gy Data Rule'Sef, lserDefine
L selelelele - — ! =-Link Group
Active ip: = o: il A _IEIring n e “ A
App offine " Bring Out - #-Link-0
n e Exit Offine Maintenance B o miror Stop

o] Left Bytes 0
i Left Time Os

Enter Offline Maintenance

El Host:WIN-K6I9GON70C El Host:WIN-PDE4MGC

Force Start -] Meed to Verify No
3 Replication Stop
Switch
Lk +] SentBytes 4,111,531 459
. , . Queued Bytes 0
3 3 9l Mode Async
esource =-(® Target Side Stop

Modify / Preview - | Pagefile Used 0

< m > < Link Config >

 2021-09-29 01:09:12 | Stop resource <UserDefine= begin Hbt Status [ WIN-PDE4MGGFE1R ] ~
) 2021-09-28 01:09:12 | Stop the active IP ( . . - )on Delete 184A001472}) successfully.  [WIN-KBI3GINTOCE |

) 2021-09-29 01:09:12 | [HBT] begins to stop resource (IP-U IserDefine). [WIN-KGI9GINTOCE ]

Backup Configuration

) 2021-09-29 01:09:12 | HA Stop connection or connection g n-4(timeoutStop):0(tgtSto) [ WIN-KSI9GINTOCE )

Click Yes.
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2 DSSReplicatorPlus Control Center - WIN-K6I9GIN70OCE = | B 2
g

® e
19 Hostlist Property | value
E| IN-KEIQGQNT —--£ UserDefine WIN-KBI9GINTO..
. [7) UserDefine Bl IP-UserDefine iiiiiiiiiiind
=] %‘.’YIN-F’DEM\-IGGF i UserDefi#1 "C\DS8\DSS Se...
E UserDefine - % NT-DSSProfessi... DSS Professional
=% Data UserDefine
=== Connection Stop
roup: UserDefine Speed OBIS Lef OB +-|= Data Rule Set UserDefine
Actve o e leliieis =i-Link Group Ok
Activedp: T- -0 o -~ Speed (b... 0
App offline = +-Link-0 OK
e ¥ oo wiror Stop
3] Left Bytes 0
E Host:WIN-K6I9GON7OCE E Host:WIN-PDE4MGC L LeiTime  0s
-] Need to Verify No
=1 Replication Stop
Me&sage -] Sent Bytes 4,111,531,459
5 Queued Bytes 0
| Mode Async

. Target-side data will be overwritten Do you really want to bring in the application service? U -
& .l.}, d Y - z e =1 (i Target Side Stop

i Pagefile Used 0

Wait until the application service is brought in and data is synchronized. The status panel of the DSSReplicatorPlus Control

Center is shown below.

2 DSSReplicatorPlus Control Center - WIN-KEISGIN7OCE [ [= ]

System Server Data Application Senice View Tools Language

B @@uBRd e

=H99 Host list Property [value
[ERF WIN-KBI9GINTO - g UserDefine WIN-KGI9GINTO..
4 UserDefine LIP-UserDefine  T:iiiiiiiiiill
[ WIN-PDE4MGCF UserDefi#1 "C:\DSS\DSS Se...
UserDefine NT-D3SProfessi.. D35 Professional
= Data UserDefine
=== Connection
Group: UserDefine Speed: 2WS Left 0B Group: * Eféta Rule'Set, UserDeline
s l = ink Group 0
Activeip: toi-lslole
il @ Speed (b 2295810
App running / 5-Link-0 5
m e =[] Mirror
i ] 2,508,377,976
E Host:WIN-K6I9GON70CE E Host:WIN-PDE4M( L) Lefi Time 1h:3m.27s
=] Need to Verify Mo
=1 Replication Replicating
i |#] Sent Bytes 4,113,861,467
Queued Bytes 0
) Mode Async
=- (@ Target Side
| Pagefile Used 0
< [T >« [T >
) 2021-09-29 01:16:58 | Bring in the job (UserDefine) successfully. [ WIN-KBISGANTOCE ] ~
) 2021-09-29 01:16:58 | Start resource <UserDefine= ok.cmd:0xa data:C [ WIN-KGI9GINTOCE ]
) 2021-09-29 01:16:58 | Online the resource ($AllResource) of resource group (UserDefine) ends. [ WIN-KSI9GANTOCE ]
0 2021-09-29 01:16:57 | [HBT] started the resource (NT-DSSProfessional) in resource group (UserDefine) successfully. [ WIN-KEGI9GINTOCE | =
) 2021-09-29 01:16:57 | Begin to execute verification of the connection(UserDefine) , verify mode : Always BCS [ WIN-KBI9GINTOCE |

Check if the DSS server on the active server is in the "Running" state, and if the DSS server on the standby server is in the
"Stopped" state. Check if the VIP exists on the active server by entering "ipconfig" in CMD. Check if the VIP can be pinged from

other devices and if the VIP can be used to access DSS.

4.4 Switching Application Service Resources

Select the application service on the active server or the standby server. In other words, select either of the two cube

icons. Right-click to select Switch to switch the application service to the standby server, as shown below.
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w DSSReplicatorPlus Control Center - WIN-K6I9GIN7OCE = I:'-
System Server Data Application Service View Tools Language

Be@&eeBd S e

[ @9 Host list Property Value
(BB WIN-KEI9GINTO = UserDefine WIN-KBI!
o UserDefine IP-UserDefine 1< -2
WIN-PDE4MGGF &, UserDef#1 "CADSS)
UserDefine & NT-DSSProfessi.. DSS Pro
Data UserDef
=== Conneclion Ok
oup: UserDefine g Speed: 15KIS Left 0B Group: UserDefi *'"lE:kD;ta Rule Set UserDef
..... I =-Link Group Ok
Active ip: olzlo il
g Al i Hying In @iy Speed (b... 15792
App running - Link0 .
Bring Out N
W e . M e =[] Mirror ile
Exit Offine Maintenance o LeftBytes 0
El Host:WIN-K6I9G9N70(  EnterCfiine Maintenance | B Host:WIN-PDE4AMGGF81R o LefiTme 05
Force Start o] Need to Verify Mo
=1 Replication Replicat
- Sent Bytes 433041
&% Queued Bytes 0
Data D [ Mode Async
Resource 4 = Target Side 0 Bus
“-| | Pagefile Used 0
Modify | Preview
< m || < Link Conﬂg > < m >
) 2021-09-29 01:20:03 | Receive the signal of finishing syr Hot Status [WIN-PDE4MGGFB1R ] -~
) 2021-09-29 01:20:03 | The verification of the connection 3 3m:5s. [ WIN-KGI9GENTOCE ]
© 2021-09-20 01:16:58 | Bring inthe job (UserDefine) sucg 0 o°
€9 2021-09-29 01:18:58 | Start resource <UserDefine> ok.c Backup Configuration CE] -

Click OK in the pop-up box, and the hot standby starts switching. After the switching of the application program is complete,

the status panel of DSSReplicatorPlus Control Center is shown as follows.
7 3 DSSReplicatorPlus Control Center - WIN-K6I9GIN7OCE = I:'-

System Server Data Application Senice View Tools Language

B @eulBe ™ e e

E}% Host list Property Value
- o @ UserDefine WINKE!
. UserDefine . ®P-UserDefine  tiiiiill
= EZ WIN-PDE4MGGF ; /& UserDef#1 "CADSS\
5----|' UserDefine ‘_g,' NT-D38Professi.. DSS Pro
Data UserDef
El-== Connection 0
oup: UserDefine Speed: DB/S Left 08 Group: UserDefi JkD;‘a Rule Set UserDel
. T nk Group 0
L‘ .‘\CIIVEID..:-:-:-:-:J L. Speed (b 0
— App running S kD -
m e m e =] Mirror dle
|is] LeftByles 1]
£ Host:WIN-K6I9GON70CE E Host:WIN-PDE4MGGF81R & Left Time 0s
1 Need to Verify No
= Replication e
SentBytes 33,130
Cueued Bytes 0
1 Mode Async
=-(@ Target Side
i~ | Pagefile Used 0
< m >« [T >« m >
2021-09-29 01:40:34 | Starttarget connection (WIN-PDE4MGGF81R-UserDefine) successfully.  [WIN-KBI9GANTOCE] ~

2021-09-29 01:40:33 | Create snapshot for the connection (UserDefine) successfully, comment: (Vol: CDE Type:Auto groud:8373c28c0f8706419c8af4c9aaf003ed). [WIN
) 2021-09-29 01:40:27 | Take over the job (UserDefine) successfully. [ WIN-PDE4MGGFE1R ]
) 2021-09-29 01:40:27 | Start resource <UserDefine= ok cmd:0xd data’B [ WIN-PDE4MGGFS1R ]

Check if the DSS Pro server on the active server is in the "Stopped" state, and if the DSS Pro server on the standby server is in
"Running" state. Check if the VIP exists on the standby server, if the VIP can be pinged from other devices, and if the VIP can be

used to access DSS Pro.

4.5 Bringing Out Application Service Resources

The "bring out" operation is deactivation. It means that the application and data protection will be disabled, and the VIP will

be removed.
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Select the application service on the active server or the standby server, and right-click to select Bring Out to bring the

application service out, as shown below.

BE |

w» DSSReplicatorPlus Control Center - WIN-KGI9GIN7OCE

System Server Data Application Service View Tools Language

B @@ BRP T e

[ Host list
AT o scon
E UserDefine
E\--E WIN-PDE4MGGF|
UserDefine
Group: UserDefine -
Active ipr ol Dl
App running
n e
E Host:WIN-K619GIN70¢
< [ >«
0 2021-09-29 04.26:03 | Receive the signal of finishing synchrg
€ 2021-08-29 04:26.03 | The verification of the connection User,
) 2021-09-29 04:23:32 | Start target connection (WIN-K613GaN
£ 2054 AN A0 NADTIN | Pranin anannhat fartha sannastian 1 L

Speed: 457 KIS Left 4K
Bring In
Bring Out
Exit Offline Maintenance

Group: UserDe

n e
Enter Offline Maintenance

[E Host:WIN-PDE4MGGF81R

Force Start

Switch
Data 3
Resource 3

Modify / Preview

Property Value

=iy UserDefine WIN-KE19GENT ...
0, IP-UserDefine el
"C\DSS\DSS Se.
) NT-DSSProfessi... DSS Professional
ata UserDefine

&= Connection

% [ Data Rule Set UserDefine
- Link Group 0
i@ Speed (b... 457,826
w-Link-0 0
=-[9f] Mirror dle
i[5 Left Bytes 0
& Left Time 0s
=1 Need to Verify Mo
=[] Replication Replicating
; Sent Byles 5,508,581,203
Queued Bytes 4714
I Mode Async

= @,'FargeISmIe O Bus
i |Pagefile Used 0

Link Config 5
Hot Status I-PDE4NGGFAIR | ~
Delete L44s. [WIN-KG19GINTOCE ]

WIN-PDE4MGGFS1R |

Backup Configuration
. AiALARE TunaAutn

i A A A G INE A4 R4 ANNERE A RFANAEF B

1AM DREAMAAED 4D 1

Click OK in the pop-up window. After the application service is brought out, the status panel of DSSReplicatorPlus Control

Center is shown below.

'3

Fugev B

DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE
System Server Data Application Serice View Tools Language

@ @

B

=+ Host list
G5 ¥inco ocon
(7] UserDefine
EE WIN-PDE4MGGF|
%% UserDefine

< [} >

Property

Value

Group: UserDefine

Speed: 0B/IS Left 0B

Activeipr il

App offline

Group: UserDe

n e

E Host:WIN-K619GIN70CE

<

E Host:WIN-PDE4MGGF81R

n e

=iy UserDefine
L IP-UserDefine
il UserDef#
- %) NT-DSSProfessi
= Data
-1-== Connection
=-|E Data Rule Set
=-Link Group
@iy Speed (b...
=+ Link-0
=[] Wirror

v 5] Need to Verify
=1-[] Replication

iz SentBytes

i Queued Bytes
-4l Mode

=i (& Target Side
- | Pagefile Used

WIN-KE19GENT..

"C:\DSS\DSS Se
DSS Professional
UserDefine

Stop

UserDefine

Manually

Stop
5,446,886 573
0

Async

Stop

0

2021-09-29 04:20:39 | Bring outthe job (UserDefine) successfully.
2021-08-29 04:20:39 | Stop resource <UserDefine= ok cmd:0xb data:A [ WIN-PDE4MGGF31R |
2021-09-29 04:20:39 | Offline ResGroup UserDefine ends(success) [WIN-PDE4MGGF31R |

[WIN-PDE4MGGFS1R ]

‘0 2021-09-29 04:20:39 | [HBT] finishes stopping resource (5AllIResource) of the resource group (UserDefine). [ WIN-PDE4MGGFE1R ]

Check if the DSS Pro server on the active server is in the "Stopped" state, and if the DSS Pro server on the standby server is in
"Stopped" state. Enter "ipconfig" in CMD, and no VIP is found. The VIP cannot be pinged from other devices, and the VIP cannot

be used to access DSS Pro.
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4.6 Modifying Application Service Configurations

Modifying Application Service Configurations focus on the configurations of the services protected by the applications in a
cluster.
You need to bring out the application service before modifying its configurations, otherwise you can only view its relevant

configurations. Right-click the cube to select Modify/Preview, as shown below.

P2 DSSReplicatorPlus Control Center - WIN-KEI9GIN70CE

System | Server Data Application Service View Tools Language

B RBRMASee

Modify the configurations under "General", "Data", "Policy",

14§ Host list Property Value
EREAW =@y UserDefine WIN-KE19GINT ...
-[7) UserDefine i IP-UserDefine =00 iiiiin
1 WIN-PDE4MGGF & UserDef#1 "CADSSIDSS Se..
{52 UserDefine %) NT-DSSProfessi.. DSS Professional
-7 Data UserDefine
=1-== Connection Stop
Group: UserDefine Speed: 0B/S Left 0B Group: UserDe - Data Rule Set UserDefine
Adtiveip: Tl =I-Link Group
Bring In & Speed (0. 0
App offline o +-Link-0
A ETTEED F O =[] Mirror Stop
4 Left Bytes 0
[E Host:WIN-K619GIN70CE Host:WIN-PDE4MGGF81R & Left Time 0s
MNeedto Verify No
=t-[[ ] Replication Stop
Switch ¥ SentBytes 5,533,399,285
Queued Bytes 0
Data 4 Mode Async
Resource 3 =t @& Target Side Stop
| Pagefile Used 0
Modify / Preview|
< n > < >
Link Config
&) 2021-09-29 04:29:12 | Bring out the job (UserDefine) successfull Hot Status ~
) 2021-09-29 04:29:12 | Stop resource <UserDefine= ok.cmd:0xb ¢
) 2021-09-20 042012 | Offiine ResGroup UserDefine ends(succe Do o
&) 2021-09-29 04:29:12 | [HBT] finishes stopping resource (SAlIRes Backup Configuration Define). [WIN-PDE4AMGGF81R ] =

ResManager", and other tabs. Click OK, and bring them in again.
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A

DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE

73

ystem Server Data Application Service View Tools Language

RO EEERCYT
[SHAJ Host list roperty Value

WIN-K6I9GINTOCE &l UserDefine WIN-KBI9GINT

7] UserDefine - IP-UserDefine

[ WIN-PDESHGGFE1R sty e Samies ] | @ nrossPronssi Dss Protessio
E UserDefine -& Data UserDefine

General | Data | Policy | ResManager e Connecton stop
‘ | | ‘I #-[Z Data Rule Set UserDefine
=-Link Group 0
Name UserDefine |- @ Speed (b.. 0
Priority. 3 v | The smaller the value, the higher the priority Btk o
=[] Mirrar Stop
Default server, WIN-KGI9GANTOCE || Left Bytes 0
i Left Time 0s
i o] Need to Verify No
=1[") Replication Stop

-] SentBytes  2,344,282,138
Queued Bytes 0

¥ Mode Async

=@ Target Side Stop

" | Pagefile Used 0

~
v

) 2021-08-02 17:11:07 | Bring outthe job (Us
) 2021-08-02 17:11:07 | Stap resource <Userl
) 2021-08-02 17:11:07 | Offline ResGroup Us:
@ 2021-08-02 17:11:07 | Bring out the job (Us
€ 2021-08-02 17:11:07 | Stop resource <UserDefine> ok.cmd.0xd dalaB [ WIN-PDE4NGGFEIR]

€ 2021-08-02 17:11:07 | Offline ResGroup UserDefine ends(success) [WIN-PDE4MGGFE1R]

) 2021-08-02 17:11:07 | [HBT] finishas stopping resource (SAIResource) of the resource group (UserDafing). [ WIN-KBI9GINTOCE |

m]>

If you did not bring out the application program before modifying the application service configurations, you can only modify
the "Priority" under "General" in "Modify Application Service', and cannot modify or can modify but cannot save the

configurations under other tabs, as shown below.

2 DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE
System Sewver Data Application Senice View Tools Language
i [ 7
FdgeoBRR "~ e e
=9 Host list roperty |value
SR WIN-<6I9GaNTOC & UserDefine WIN-KBI9GINT
i# UserDefine i IP-UserDefine 1l
[} [ WIN-PDE4MGEFBIR Preview Application Service - - NT-DSSProfessi.. DSS Professio
UserDefine - Data UserDefine
General | Data | Policy | ResManager &= Connection 0
43 Data Rule Set UserDefine
Name UserDsfine = Link Group o
i@ Speed(b.. 0
I Priority 3 iv ITne smaller the value, the higher the priority BLnkQ 2
=[] Mirror erifying
Default server: WIN-K6I9GINTOCE i--[i] LeftBytes  14752,000,620
@ LeiTime  11m:20s
"= Needto Verify No
—-LL“ Replication dle
7 SerntBytes 2375753400
! ueued Bytes 0
"4 Mode Async
=@, Target Side erifying
i+ Pagefile Used 0
< m >
€) 2021-08-02 17:17:32 | Send MODIFY applica ~
€) 2021-08-02 17:17:08 | Send MODIFY applica =
€) 2021-08-02 17:15:17 | Start target connectio
€) 2021-08-02 17:15:16 | Create snapzhot for GFBIR]
€) 2021-08-02 17:15:14 | Bring in the job (UserDefine) successtully. [WIN- T0CE]
€) 2021-08-02 17:15:14 | Startresource <UserDefine> ok cmd:0xa data’C [ WIN-K6I9GINTOCE ]
) 2021-08-02 17:15:13 | Begin to execute verification of the connection(UserDefine), verify mode : Always BCS [ WIN-KBI9GINTOCE |
v
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4.7 Prolonging the License Validity Period

You can prolong the license validity period by re-importing the license on the "Property" page of the server. The number of
imports is unlimited.

Select the application service on the active server or the standby server. Take the selected active server as an example, as

shown below.

2 DSSReplicatorPlus Control Center - WIN-KGI9GIN70CE =1/1c] -

System Server Data Application Service View Tools Language
Ba@gevER s =5 e
=8 Hostlist roperty Value
=% & Host WIN-KEIIGINT
- UserDefine -6, Communication .. -+ 11l
[ WIN-PDENGGFSIR G Communication ... 7330
UserDefine - Service Build Nu... 5.8.0-1851.210
4 Nic Group
= @ NicUserDefine  IP-UserDefine
L@ WIN-KBIOGD... NICT
@ WIN-PDEAM... NICT
28 Disk Group

Group: UserDefine L; Speed: 0BIS Left 0B Group: UserDefine
Active ip: ©.: E
App running b
m e m e

IE Host:WIN-K6I9GIN70CE I E Host:WIN-PDEAMGGF81R

€) 20271-08-02 16:48:30 | Starttarget connection (WIN-KBI9GINTOCE-UserDefine) successfully. | WIN-PDEAMGGFE1R ]

) 2021-08-02 16:48:27 | Create snapshatfor the connection (UserDefing) successfully, comment (Vol:C Type:Auto groupid:147754c274fad4bb32a3f4aasbagse). [ WIN-PDE4MGGFEIR]
€) 2021-08-02 16:48:26 | Take overthe job (UserDefine) successfully. [WIN-KEI9GINTOCE]

€) 2021-08-02 16:48:26 | Start resource <UserDefine= ok cmd:0xc data'B [ WIN-KBIIGINTOCE ]

>

) 2021-08-02 16:48:25 | [HBTIfinishes starting resource (SAlIResource) of the resource group (UserDefine). [ WIN-KBI9GIN7OCE |
€ 2021-08-02 16:48:25 | [HBT] started the resource (NT-DSSProfessional) in resource group (UserDefine) successfully. [ WIN-KBI9GINTOCE |
€) 20271-08-02 16:48:24 | Startthe NT Service (DSS Professional) successfully. [ WIN-KBISGSN7OCE ]

Right-click the box in the above figure, and select Server Option, as shown below.
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System Server Data Application Senvice View Tools Language

P EE Y

M99 Hostlist Toperty Value
= G Bl Host WIN-KEI9GONT
UserDefine &, Communication... - [ - -
[ [ WIN-PDE4MGGF&1R iy Communication .. 7330
UserDefine " @ Senice Bulld Nu... 5.8.0-1851.210
-4 Nic Group

£-@ Nic-UserDefine  IP-UserDefine
@ WIN-KBI9G... NICT
& WIN-PDE4M... NICT
2 Disk Group

Group: UserDefine Speed: 0B/S Left 0B Group: UserDefine
Activeip: ~ 1t It lc D .
App running
W O m e
E Host:WI E Host:WIN-PDEAMGGF81R
Refresh
Login
Logout
Create Application Senvice
Configure Wizard
Show Log
Communicate
Set Alias
I Senver Option I
< >
) 2021-08-02 16:48:30 | Starttarget connection (WIN-KEI9GANTOGE-UserDefine) successfully. [WIN-PDE4MGGF81R | ~
€) 2021-08-02 16:48:27 | Create snapshat for the connection (UserDefine) successfully, comment: (Vol:C TypezAuto groupid:f147754c274fa94bb32a3i4aafbad0sc). [ WIN-PDE4MGGFS1R] El

€) 2021-08-02 16:48:26 | Take over the job (UserDefine) successfully. [WIN-KBI9GIN7OCE]

) 2021-08-02 16:48:26 | Startresourca <UserDefines ok.cma:0xe dataB [ WIN-KBI9GINTOCE |

) 2021-08-02 16:48:25 | [HBT]finishes starting resource (SAlResource) of the resource group (UserDefine). [ WIN-KEI9GINTOCE |

) 2021-08-02 15:48:25 | [HBT] started the resource (NT-DSSProfessional) in resource group (UserDefine) successfully. [ WIN-KEI9GENTOCE ]
€) 2021-08-02 16:48:24 | Startthe NT Service (DSS Professional) successfully. [WIN-KBI9GIN7OCE ]

As shown below, select the License tab, and click Set License. Then upload the latest license,and click OK.

2 DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE
System Server Data Application Senice View Tools Language

dEveRE M Ee e

[+ Host list roperty Value
=d=3 - & Host WIN-KBI9GINT
[T & Communication _+ 1t
W - Fu Communication .. 7330
i1 UserDefine "l Senvice Build Nu... 5.8.0-1851.210
45 Nic Group
=@ Nic-UserDefine  IP-UserDefine
- - @ WIN-KBI9GD... NIC1
rafl License { pisk space | Network | Buffer | Safe | Loofile | ® WIN-PDE4I.. NIC1
& Disk Group
@ The product node is authorized
D |0309C93C00CA361C4062 |tHosy
EXP. 2021-08-26
Group: User ‘ ‘ UserDefine
Active ip: 10
Apl
| ARNC] n e
E Host:wi GF81R
Cancel [ 1 T B
€ 2021-08-02 15:48:30 | Starttarget (WIN-KBI9GINT - .
€ 2021-08-02 16:48:27 | Create snapshot for the connection (UserDefine) successfully, comment: (vol-C Type:Auto groupid:F147754¢274fa04bb32a314aa50ag06¢). [ WIN-PDE4MGGFBIR | =

€ 2021-08-02 16:48:26 | Take overthe job (UserDefine) successfully. [ WIN-KSI9GINTOCE]

€) 2021-08-02 16:48:26 | Start resource <UserDefine= ok cmdOxc dataB [ WIN-KGI9GINTOCE ]

2021-08-02 16:48:25 | [HBT] finishes starting resource (SAlResource) of the resource group (UserDefine). [ WIN-KSI9GANTOCE ]

€9 2021-08-02 16:48:25 | [HBT] started the resource (NT-DSSProfessional) In resource group (UserDefing) successfully. [WIN-K6I9GIN7OCE]
2021-08-02 16:48:24 | Startthe NT Service (DSS Professional) successfully. [WIN-KSI9GANTOCE ]
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4.8 Displaying Hot Standby Operating Status

Hot standby is set up in the host, when finished, the host will display two servers information. Users need to connect the host
manually to access the information. Steps are shown as below:x

Right-click on “Hostlist” and click “Connect Server’, as shown below:

1» DSSReplicatorPlus Control Center - WIN-H3NSEGABFGQ = O X
System Server Data Application Service View Tools Language
| = P (R 5
& CE BRSSO
----- | Property Value
Connect Server
< >

Enter the host IP in the pop-up box,and then click Connect.

Click OK after you obtained the service information.
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1) DSSReplicatorPlus Control Center - WIN-H3NS6GABFGO - O
System Server Data Application Service View Tools Language
L e (7))
CURERM®S O
Property |\u’alue
Connect a mirror server *
Input the server information for connect
Server name(IP Server Port  Timeout(s)
|192.1aa.1.121l fra20 |20 [N comnect ||
: 2
Related server list
3
<
Right-click Login, and log in to two servers respectively.
12 DSSReplicatorPlus Control Center - WIN-H3NSEGABFGO O
System Server Data Application Service View Tools Language
5 [EE ("7 1
CEEBE NSO
Property Value
Refresh
Logout
Modify Password
Configure Wizard
Show Log
) =l =al
Communicate ~ . -
Set Alias
seneropion | HoSt:WIN-LMATES90DRM E Host:WIN-H3NS6GABFGQ
ot logged in Mot logged in
Clean Configure
Remove Server
<

) 2023-03-04 14:32:58 | Serveris found [ WIN-H3NSEGABFGQ : 7330, GUI|
) 2023-03-04 14:32:58 | Serveris found [ WIN-LM4TES90DRM, GUI|

Enter the account password, select Save Password and Auto Login, and then click OK.
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l) D5SReplicatorPlus Control Center - WIN-H3NS6GABFGC O
System Server Data Application Service View Tools Language
WP RRMN S e
E}-@ Host list Property Value
[ WIN-H3NSBGABFGQ
Login s
Senver(E) | WIN-LM4TES30DRM |
Login Type: |Elui|t—in Account V|
= 17 User Name: |admin [ 0
Password: I cesad I
El Host:WIN-LMATE ) ‘WIN-H3NS6GABFGQ
Notlagged in a\fe passworduto Login din
(o] cmeel |
£
ﬂ 2023-03-04 14:32:58 | Serveris found [WIN-H3NSEGABFGQ : 7330, GUI |
ﬂ 2023-03-04 14:32:58 | Serveris found [WIN-LM4TESS0DRM, GUI |
Figure 4-1 Both servers areloggedin
1) DSSReplicatorPlus Control Center - WIN-H3NS6GABFGQ - o
System Server Data Application Service View Tools Language
Y a8y =1
DaEewBR~ 5 e
M9 Hostlist Property I\falue
) WIN-LM4TES90DRM
L UserDefine
Group: UserDefine Speed: 0B/S Left 0B Group: UserDefine
Active ip: 192.168.1.100 .’ *
App running
m e m e
E Host:WIN-LM4TE890DRM E Host:WIN-H3NS6GABFGQ
<

€ 2023-03-04 14:37:43 | Login server successfully [WIN-H3NS6GABFGQ : ADMIN, GUI ]
) 2023-03-04 14:37:14 | Login server successfully [WIN-LM4TEZ90DRM : ADMIN, GUI ]
) 2022-03-04 14:32:58 | Serveris found [WIN-H3NSBGABFGQ : 7330, GUI]
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5 Update

In the hot standby environment, make sure that the application programhas been brought out before an update.

5.1 Updating the Hot Standby Software

Hot standby software does not support overwriting during installation and update, so the old version must be first
uninstalled (no residual files under the installation directory). If some files still remain, the folder in which these files exist

can be deleted after restarting the server. Check here for using the late version of software to set up hot standby.

5.2 DSS Platform Update

DSS Pro installation packages of the active and standby servers must be updated respectively. After a successful update
(the software is not and cannot be started through servers), the application program can be brought in again through
DSSReplicatorPlus Control Center.

Notes: Platform update may add or modify the files (path) required to be synchronized. If modifications happen, then

you need to modify service configuration of the application. For details, see Section 6 in Main Features of Hot Standby

Software.
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6 Uninstallation and Switching of Hot Standby

6.1 Complete Removal and Uninstallation of Hot Standby

(1 The application program must be brought out before the hot standby is uninstalled.

(2) Find the path where the installation files of DSSReplicatorPlus Control Center exist (Shortcut > Open File
Location), and double click "uninst.exe" under the root directory of the application program, as shown in the
following figure.

EHBEE (C) » ReplicatorPlus » v & ‘ | EE"Re
=R =R EER Foil
| act 2021/7/20 9:04
) bin 2021/7/29 9:04
J client 729 @12
| drv 2021/7/20 0:04
| etc 2021/8/2 18:22
| info 2021/7/29 9:04
. log 2021/8/2 1&:22
. MiniFilter 2021/7/29 9:04
. pagefile 202147729 9:05
J res 2021/7/29 9:04
| werify 202147729 9:04
|| .pka.no 2021/7/29 %:04 1KB
activatebin_clear.bat 2019/12/6 10:53 1KB
[E] firewall.bat 2020/4/26 17:19 1KB
[ pkginfo.txt 2021/7/29 9:04 1KB
E[r README.TXT 2019/7/25 18:22 2 KB
unfirewall.bat 2021/7/5 9:37 1KB
2 Uninst.exe 2021/7/29 %04 502 KB
Click Yes.
ReplicatorPlus 2.0 Uninstall *
0 ReplicatorPlus 2.0 is about to be uninstalled, are you sure to
proceed with the uninstall?
=(Y) E(N)
(3) After the uninstallation, some folders may remain. You can restart the server, and then delete these folders. For

details, see Section 2 in Frequent Problems and Solutions.
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6.2 Switch to Standalone-Server Application under Hot Standby
(Do not Uninstall Hot Standby Software)

(1 The application program must be brought out before restoring to standalone status.
(2) To open theservice interface, select Task Manager > Service > Start Service or enter "services.msc" in CMD, as
shown in the following figure.

= FEsEs BN
FEQ) EEV)
= PID #E | * ~
“iYogl Yog) ==l
yEAM yiaM B =
“:YDdb YDdb EfFIE B
' XgBC XgBC Sl
L XeYT XeYT BEfFIE
wmiApSrv WMI Performan... EfFLE
hwhkdN whkiN EfFIE
L VSS Volume Shadow ... EfFLE
Chvds 7908  Virtual Disk IEEET
VaultSve Credential Mana.. BfFIL
2 uNuk uNuK EfFIE
UlODetect Interactive Servic.. BEIE
TrustedInst... Windows Modul... E&FILE
S5 TQvw TCQww Sl
;. TIGa TIGa BEfIE
TieringEngi... Storage Tiers M., BFIE
sppsvc Software Protect.. BfFIL
" Spoaler 1324 Print Spooler IEEET
i SNMPTRAP SNMP Trap B
. SamSs 752 Security Account..  [ETRET
RSoPProv Resultant Set of .. BEfFIL
" Rpclocator Remote Procedu.. EFIE
" ReplicatorS.. 12884 DSSReplicator IETEET
i PerfHost Performance Co.. BEFIE
NetTcpPort... Net.Tcp Port Sha... EfFIE
“i.Netlogon Netlogon EFLE v
({\) BREEED | 177EE

(3) Stop services DSSMonitor, DSSHAService, and DSSReplicator in the following sequence: DSSMonitor >
DSSHAService > DSSReplicator
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(4)

MR BiERA) BBV BEIH)

DSSMonitor

ElLiiEE
EEFtERE

£ -
“ Diagnostic Service Host

<. Diagnostic System Host

% Distributed Link Tracking Client

£ Distributed Transaction Coordinator

LDleE

%} DNS Client

% DSS Professional

/. DSSHAService

7} DSSReplicator
% Encrypting File System (EFS)
% Extensible Authentication Protacal
2J: Function Discovery Provider Host

2 Function Discovery Resource Publi
ChgmrF

) Google EAFERS (gupdate)

% Google EFERE (gupdatem)

£ Group Policy Client

Hardware Protection Service

: Health Key and Certificate Management
2 Human Interface Device Service

{2, Hyper-V Data Exchange Service

£ Hyper-V Guest Shutdown Service

Hyper-V Heartbeat Service
£ Hyper-V Remote Desktop Virtualization Service

2. Hyper-V Time Synchronization Service

<| m

fioed ~
SRS S SRR RS AR
BHEE TS AR RS AT
ERE NN RSE N ETIHE
EEE R, KEWA. XHF

DNS &SRS (dnscacheiEFHE

EEFATIE NTFS X ERE HEEl
RIS GREYEAP ST
FDPHOST BEFEMEEATUIFDIRE
EfmEt R EE R R AT

ERBERSFHEN Google Tk, 1
ERREESFAN Google ¥4, 1
HRENEIRSESETaswal
BEAEE. BURSRHESES
RS BEE IR NAPAgent 24t
SiEns SEEISGEERIEE
Beretlsl, BTEEHTAEEE
2e—Ftls , BTAE SN
B I S S I
e =
BES RIS B IS

>

R/

| EnERIAREASITEE.

Right click Property of the service, as shown in the following figure.

Modify the status of the services DSSMonitor, DSSHAService, and DSSReplicator from Auto to Disabled or
Manual (to prevent from reactivating the hot standby after restarting).

NP W) BBV EEH)
ek B »onw
DsSReplicator £ - o s AR ~
% DARP F3
EERS 1, DCOM Server Process La.. DCOMLAUNCH FBEE]E3) COM 31 DCOM B  LUBEDIS. IEEET =E]
7, Device Service FE s, EMERESEE)
7, Device Install Service EENERSREER NN PSSR, . SMEEEED
£ Device Setup Manager TSN, T 3 MEL.  IEEET EMEEEEN
£, DHEP Client ot BT 1P i, MBESEIL | HENETEEST. FRET =3
£, Diagnostic Policy Service T Windows . EEET EEERE)
, Diagnostic Service Host AR F R ARIET. =3 =
“ Diagnostic System Host 8BS RS AR R R T NER L TURET Fa .
. Distributed Link Tracking... $REATENFASERSEFIHETNA NTFS Iit2E1sEs, IEEET B3
istributed Transaction C.. MHEESTHEER. BENF. TEEGSERSESNSS. MR, [FEEG SR
NS Client DNS &F + TEEET EMEREEE)
£5,DSS Professional =3
7, DSSHAService =&
£, DSSMonitor =&
+1DsSReplicator =
£, Encrypting File System (E... (BEFETE NTFS TS LFRIETHIRUT SRR, - E=E
£ Extensible Authentication... ETYBASGIEN B T TR RASGRT 00.. #ILO)
unction Discovery Provi.. FDPHOST S Emaes Tl ATISaEs, S D 2 LA
unction Discovery Reso.. St ENLIGEESIEHENNEE . SEeEre s, HEEM)
FQs EHEFE)
£ glap FEESN
2% Group Policy Client Jiidz=Eart i EEET
£5, Health Key and Certificat... 3 gent)BEE X500 iF
i Hgpe
uman Interface Device .. SiESHE. LR
iyper-V Data Exchange .. ZE—Fil3] , BT EERTEDETENE S LSRR ZE. EAEESZE
iyper-V Guest Shutd a7 L RS Fon EMEEEEEN
i Hyper-V Heartbeat Service FHRASL... FRREERT)
£, Hyper-V Remote Deskto... 12— FaLITESRIAIE S DESISFERT BETE.. EMEEEEN
% Hyper-V Time i 3 FaREEEN)
“% Hyper-V Volume Shadow... B HEN PR SE.. FERERET)
©h HyperV EEEEED 35 Hyper-V SRS NED . IS SENNRESSERSE EmgaEam) .
g7 n T >
\rEiwe/
e At EAL IS DSSReplicator

Select Manual or Disabled for startup type, and click Confirm.
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DSSReplicator FIEIE(AHEE) ]|

=M |22 s ===

REEmR ReplicatorService

ETER DSSReplicator

ek ~

v

EHU TR

"C\ReplicatorPlus\bin\Replicator.exe”

EEERE): Bah v
ERGEEHRSEN
ESi)
i

EERE 1T

=Eilk] FIEM =] R

S AEAEETT | (FAEEfMERISaSE.

| s | | BliE | RITFR (A)

(5) Modify server IP address to business IP address through servers, and then start the servers with each server
respectively.

6.3 Recoverfrom Standalone-Server Status to Hot Standby

The standalone server here refers to the standalone server mentioned in the previous section 2. The main steps are as follow.
(M Modify the status of DSSMonitor, DSSHAService, and DSSReplicator in the active and standby servers to Auto.

(2) Start DSSMonitor in the active and standby servers, as shown in the following figure.
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MR EfER) BBV EEIH) I

Y

DssMonitor % * L
. Diagnostic Service Host R

EEIEE ), Diagnostic System Host BERE
£ Distributed Link Tracking Client E=od
“% Distributed Transaction Coordinator HHEES
ZiDleE
£ DNS Client DNS
% DSS Professional =
;. DSSHAService
. DSSReplicator :T;SO)J
% Encrypting File System (EFS) ity
% Extensible Authentication Prot | = () Ea=
£ Function Discovery Provider Hy | M) FOPHC
. Function Discovery Resource P SEEE) B
2 Py FEESK  »
S gmeF RSP
?,GDDQE EHES (gupdate) BE® ERE
4 Google EHBS (qupdatem) TR
% Group Pelicy Client =2 Jiiv:sE=
i Hardware Protection Service By
% Health Key and Certificate Management P
% Human Interface Device Service EER
‘4 Hyper-V Data Exchange Service =
. Hyper-V Guest Shutdown Service i
£ Hyper-V Heartbeat Service EE
i Hyper-V Remote Desktop Virtualization Service R
;. Hyper-V Time Synchronization Service e =
<| 1] >

\TE p(ta?-ﬁ,‘

| B A B _EAIERSE DSSMonitor

(3) Bringin the application in DSSReplicatorPlus Control Center.
Note: First, confirm the active server before bringing in the application in DSSReplicatorPlus Control Center, because the data
brought into the standby server will be overwritten by the active server. Ensure that the data in the active server must be

actually demanded.
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7 Notes

7.1 Time Difference During License Application

Because there is a jet lag between China and overseas countries, for example, it is January 1 abroad while it is January 2 in
China. We will apply for the license on January 2 by default in China and the license may not be valid yet when use in abroad.

Therefore, we recommend that you specify the expiration date one day earlier while applying for the license.

7.2 Unable to Access Platform While Recovering Environment of

Hot Standby

Unable to access the platform through other browsers while recovering in Windows. Only after the job finished can the

platform be accessed. Therefore, you need first to evaluate the recovery's impact under the environment of hot standby.

7.3 Under Hot Standby, Unable to Format Local HDDs of Active
and Standby Servers to Video Disks

At present, you cannot synchronize the data of video storage format between the active and standby
servers through the folder synchronization method. Therefore, for central video storage under hot
standby, we recommend that youadd EVS through IPSAN, which requires both active and standby
servers to simultaneously add the same user of EVS. During hot standby switching, it will actively adjust

the server mounted on EVS to guarantee normal reading and writing of video data.

7.4 Under Hot Standby, Making Drive Letters Consistent with
Number of Disks while Storing Pictures and Files of Active and

Standby Servers

Under hot standby, pictures and files are synchronously backed up through hot standby software. The backup requires
consistency of drive letters and capacity between the two servers. If not consistent, it will lead to different data or

abnormal data synchronization between the active and standby servers. For example: The capacity of the active server is
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500 GB, while that of the standby server is 100 GB. Therefore, part of the data in the active server will not be
synchronized to the standby server. The active server has Disk E while the standby server does not have Disk E, so the

hot standby software will prompt the missing of the mount point and stop data synchronization.

7.5 Under Hot Standby, Being Storage Disk for Pictures and Files,
Network Disk Requiring Active and Standby Servers to Add

Different Users

Under hot standby, while being a storage disk for pictures and files, the network disk will be formatted as the NTFS disk
of the current server, and equal to the local disk of the server. Under hot standby, storage of pictures and files is
synchronized by folders through hot standby software. If using EVS to store pictures and files, it requires that EVS
storage disks added to the active and standby servers are of the same capacity and quantity and in different disks.
Generally, we recommend that you add single EVS through different users. You need to make sure that the capacity and
quantity of disks are consistent among different users, so that user disks that are added into the active and standby
servers through EVS will be normally synchronized. Using the same user to add EVS will cause abnormal data storage

when two servers simultaneously read and write the same disk.

7.6 Under Hot Standby, Central Service Can Add Different Users
of the Same EVS while Distributed Service Can Add Users Only

Once

Under non-hot-standby environment or distributed standby server under hot-standby environment, whether an EVS is
added through user mode or normal mode, any disk of the EVS can be set as storage disk for pictures, files, or videos,
fulfilling the demands of storage. But under hot standby, an EVS added through the central server can only have one
type of disk for one user, in order that the EVS can simultaneously store videos, pictures, and files. Therefore, under hot

standby, the central server can add multiple users of the same EVS.
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8 FAQ

1. After Uninstallation, Unable to Delete Folder
DSSReplicatorPlus?

You can delete the server after restarting it.

2. Unable to Detect or Detect Wrong Heartbeat IP Address?

Before setting up, you must ensure that the IP addresses of the two connected heartbeat network ports are in the same
network segment. If the IP address is still detected wrong after modification, you must restart the server, and then set up the

hot standby again.

3.Unable to Access VIP Address because of VIP Address
Conflicting with Other Devices After Setting up Hot Standby?

If the VIP address is occupied while using it, you must release the VIP address from other devices, and then transfer or take

over to make a switch between the active and standby servers.

4. Unable to Access VIP Address on Other Active Servers Though
This Address Has Already Existed on Active Server (Enter
ipconfig in CMD to Check)?

This case generally occurs when the access crosses network segments, or when the network has strict access restrictions and
requirements. Generally, the access does not pass through the gateway when in the same network segment, so normally you
will not encounter such a case.

Because the MAC addresses of the NICs of the active and standby servers are different, after the active server loads the VIP
address, the corresponding MAC address is mac1. After switching to the standby server, the MAC address corresponding to
the VIP address is mac2. Some network have a strict restriction policy on the network environment. (For example, only the IP

access of the MAC address registered for the first time is supported. If you want to change the MAC address for the registered
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IP address, contact the administrator to unbind the original MAC address. ) (or because the APR table of the switch is refreshed
slowly, the new MAC address corresponding to the VIP address cannot be detected for a period of time after the switching,
causing the communication failure).

Based on the reasons above, Rose provides a series of functions to avoid the case that it may not access the VIP address after

the switching and then the switching fails.

(M Operating bring-in or switching will trigger an APR notification to actively notify cache refresh of the APR in the
LAN.

(2) You can configure the function of virtual MAC address. After the function is configured, the server loaded by the
VIP address will adjust the corresponding communication MAC address of the NIC to a fixed MAC address. For
example, after switching, the MAC address of the original active server is restored to its original status, and the
MAC address of the standby server is adjusted to MAC3, which corresponds to the VIP address mounted. This
method can first ensure that the VIPaddress works every time with the MACaddress being MAC3.

To bring out the service, and after the service is fully brought out, select from the menu bar at the upper-right corner of

the hot standby software: Application Service > Modify / Preview > ResManager > Select IP Resource > Modify > NIC

Group, select Create NIC Group in the drop-down list, and follow the configuration shown in the following figure:

Modify Application Service X
1

| General | Data | F'olic;fl Reshianager |

3

s Type Resource Name Property
T IP Resource IP-UserDefine
ntse IP Resource -
Script IP Resource | Resource Parameter | Additional Script ertintpisetup_ntp_..
rResource
Mame: IP-UserDefine
MIC Group: Mic-UserDefine ]
P 4. Mic-UserDefine
[C) =7 @Y= Create NIC Group
IP Address: iriniiiiiiln IP Mask: Selelereneiene:

[] SkipasSource except ActivelP

[] Replace IP [] Auto switch back IP

ARPIP

Delete

— EmI

After selecting Create NIC Group, you will see the following pop-up window.
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Welcome

This wizard will help you create a new NIC group step by step. Using this wizard, you can specify
MIC group configuration easily,

Previous || Next || Finish || Cancel

Click Next.

NIC Group Name

W Please specify the name of the only new NIC group.
@Welcome

NIC Group Name(m)§ Nic

Previous || Net | Finsh | [ cancel

Configure NIC Group Name (custom), and click Next.

Select to configure the business IP NIC of the two servers. Configure Auto replace Mac as MAC3.
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Modify Application Service

Policy| ResManager

@ Welcome
@NIC Group Name

NIC Group Configuration

Set up NIC group configuration according to server list and NIC list.
| ServerName: |WIN-PDE4MGGFEIR

Server Mame: |WIN-K6I9G9N70CE

MIC List NIC List
| [] Npcap Loopback Ad| ~
1

IE ]

: |oc-07-26-21-31-56 1

MIC group detail information

Semver
WIN-KBI9GINTOCE

WIN-PDE4MGGFE1R

| e e

Click Finish, and the pop-up window of configuration will be closed. Then select the newly created NIC in NIC Group, and click

OK, as shown in the following figure.
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Modify Application Service X

Type Resource Name Property

IP Resource IP-UserDefine

NtSe IP Resource -

Scriptl | 1P Resource | Resource Parameter | Additional Script

erlintplsetup_ntp_...

rResource

MName: IP-UserDefine

IP Address: Delslalililels IP Mask: felnlslalnlelsd

[] SkipasSource except ActivelP

[[] Replace IP [] Auto switch back IP

ARFIP

Delete

o]

| 0K J[ cancel |

Note: Configuring the virtual MAC address may cause the local address of the current active server to be unable to provide
external communication. This impacts daily management (one of the local addresses in the active and standby servers
may fail to communicate). We recommend that you perform such configuration after risk evaluation to solve the

problem that sometimes the VIP address cannot be accessed.

5. No Operation to Select IP Address through Third-Party Startup

Platform After Installation of Service?

After installing the service, start the service through the server and configure the server IP address. And then bring in the

application through a third-party platform.

6. Unable to Use Platform due to Failed Switching of Hot Standby

while Active Server Being Stuck in the Shutdown Status?

Only the following two cases, which can trigger the automatic switching of the hot standby, are supported:
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(1) The business network of the active server fails.
(2) The active server is offline, including the normal and abnormal shutdowns of the active server.

The normal and abnormal shutdown of the active server requires a complete shutdown of the system.

7. Hot Standby Not Switching to Standby Server while Windows

System Itself Being Abnormal?

Conditions that trigger the automatic switching of the hot standby are explained in Question Six. Currently, only two cases

mentioned in Question Six are supported.

8. Not Switching Hot Standby while JAVA Being Abnormal?

Conditions that trigger the automatic switching of the hot standby are explained in Question Six. Currently, only two cases
mentioned in Question Six are supported.
Because hot standby software monitors the whole DSS service, monitoring one specific process under the service is

temporarily not supported. Therefore, the switching will not be triggered while some process is abnormal.

9.Loss of Pictures and Video Files in Central Storage After

Switching of Hot Standby?

While the hot standby is switching, which requires time, pictures, evidence files, and video files generated during the
switching will lose some storage data.

If alarge number offiles are lost, confirm whether any of the following problems cause this incident.

Video loss: Check whether all the video disks of the active and standby servers have added the same user of the same
EVS.

Loss of pictures and files: Check whether the disk numbers where the pictures and files of the active and standby servers
are stored are consistent with the number of the disks. Check whether the disk types corresponding to each drive letter
arethe same.Check whether the hot standby softwareis configured to bind the data sources of all pictures andfiles.

If all the above configurations are normal, contact technical support.
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10. Hot Standby Software Prompting Change of Mount Point?

Change of mount point: While synchronizing the data of the active and standby servers, the data synchronized are
operated, and then the hot standby software will stop the synchronization based on the data protection mechanism.

The exception is shown in the following figure:

v DSSReplicatorPlus Control Center - WIN-K6I9GIN7OCE =[8 -

System Server Data Application Service View Tools Language

BEd@coRRE ™ e

1§ Hostlist Property Value
[ [ winke19G9 =gy UserDefine WIN-PDE4MGGFEB1R
3 UserDefi -, IP-UserDefine Delelelelalalels
= EZ * NT-DSSProfessional DSS Prafessional
" UserDefi = Dala UserDefine
&&= Connection
#-|Z Data Rule Set UserDefine
=-Link Group OK
Group: UserDefine Mount point changedWIN-PDE4I... o Group: UserDefine i Speed (bytesls) 0
Hb Activeips -lelelels # Link-0
""" Apprunning =0 M\Uffﬁ o -
\[si] Left Bytes
w e e i ? Left Time 0s
‘=1 Need to Verify Manually
E Host:WIN-K619GIN70CE [E Host:WIN-PDE4MGGF81R =-[[ Replication
o] Sent Bytes 38,302 908
w57 Queued Byles 0
4l Mode Async
& @ Target Side
i - Pagefile Used 0
u WIN-PDE4MGGFEBIR Mount point changed
< 1] 3| ¢ n 3|« [T >
1 ~
4 2021-09-13 15:27:24 | fail over (Cmd D) command excute failed! ret 1032 [Can'tfailover the job 1 1032] [WIN-PODE4MGGF81R | 5

!

Now you need to manually recover in the hot standby software: Application Service > Select Data Source. After

selecting the data source, the hot standby synchronization will be automatically recovered.

w 2. DSSReplicatorPlus Control Center - WIN-KEI9GINT7OCE L= [ o [
System Server Data JApplication Semce iew Tools Language
= LD &= Create Ctri+N &
ol 8@ ) @
e Modify / Preview Ctrl+W
=142 Host list Property |Va|ue
[ [ WIN-KBI9GS Delete =l UserDefine WIN-PDE4MGGFEIR
b5 UserDefi - ki IP-UserDefine slslslrlslelleln
= E_:Z WIN-PDE4! Bring In Cirl+l 1 NT-DSSProfessional DSS Professional
""" i UserDefi Bring Out Ctri+0 == Data UserDefine
— === Gonnection
Switch Ctri+8 LR +-[E Data Rule Set UserDefine
=] L!ﬂk Group OK
Force Start Mount paint changed WIN-PDEAN.. e Group: UserDefine @b Speed (bytesis) 0
.......... & -Link-0 C
3 ISe\ect Data Sourcel wb Acvelp. T 1:l:lil: -
/ App running =+[3] Mirror
(g Left Bytes 0
e® (=] o
.'1 .'1 i Left Time 0s
‘o] Need to Verify Manually
[E Host:WIN-KBI9GON70CE E Host:WIN-PDE4MGGF81R =+-[[") Replication
w2 Sent Bytes 38,302,008
B 0
3 Async
&+ @) Target Side
iov . Pagefile Used 0
“-i g WIN-PDE4MGGFB1R Mount point changed
< mn > | < m > < m >
1 ~
69 2021-09-13 15:27:24 | fail over (Cmd:D) command excute failed! ret:1032 [ Cantfailoverthe job: 1032] [WIN-PDE4MGGFB1R] =

After clicking Select Data Source, the Select Data Source Server pop-up window will appear. Select the data
synchronization direction, as shown in the following figure. When you choose to synchronize the data from

WIN_PDE4MGGF81R to WIN_K6I9GIN70CE, the datain WIN_K6I9GON70CE will be overwritten.
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2 DSSReplicatorPlus Control Center - WIN-K6I9GIN70CE =0 x
System Server Data Application Service View Tools Language
= LY i5 ~ i T | D &
EHECTRRM T Qe
[+ Host list Property Value
WIN-KG19G9 e .
E‘E;E‘_Usemeﬁ L& NT-DSSProfessional DS$ Professiona
e 25 Data UserDefine
2 WIN-PDE4] =
& E ﬁ == Connection
hd | Data Rule Set UserDefine
=-Link Group
Group: UserDefine Mount peint changed:WIN-PDE4MG. . i Group: UserDefine . Speed (bytesls) 0
. k’ Activeip: 1 il il & -Link-0
""" Apprunning = [ Mirror
[z LeftBytes 0
o (=] -
w w o Left Time Os H
o1 Need to Verify Manually
[El Host:WIN-K6I9GIN70CE E Host:WIN-PDE4MGGF81R =-[[" Replication
ez Sent Bytes 45 488,792
3 x 488,
] l.l Select data source server I I_I Queued Bytes 0
[l Modi As
The data of source and target server maybe different. In order to ensure — T;r V:‘ :\de syne
the security of data, please selectthe server whose data is correct as & gageﬁ\e Used o
source server.The data will be synchronized from source server to target H
{ WIN-PDE4MGGFB1R Mount it ch:
< O 5 senver.The data of target server will be renewed. The selected server will R L 0 - ountpointd a}"‘ e
be assi to active server
€9 2021-09-13 16:13:20 | Bring in the job (Us I © WIN.PDEAMGGFS1R > WIN.KGI9GONTOCE I ~
€ 2021-09-12 16:13:20 | Start resource <Usé o wmrencomroc BB Select data SOUrCe server - )
€ 2021-09-13 16:13:20 | Online the resource| N =
€ 2021-09-13 16:3:20 | [HBT] started the re Data on target server (WIN-KGI9GINTOCE) will be rewritten by the data
) on source server (WIN-PDE4MGGFS1R). Itis suggested thatthe data
€) 2021-09-13 16:13:20 | Startthe NT Service on target server be backed up. Or else, the data on target server could
) 2021-09-13 16:13:19 | Bring in the job (Uséroremmey=e romy—(emeror| not be rewritien. Input confirming code to execute commandi3MGT)
JEhh S EE S e
€ 2021-09-13 16:13:19 | Stop resource <UserDefine> ok cmd:0xa data’A [ W AN ERRILI TS0k
0 2021-08-13 16:13:19 | Online the resource ($AlIResource) of resource group
0 2021-08-13 16:13:19 | [HBT] begins to start resource (NT-DSSProfessional)
1
4 2021-08-13 16:13:19 | HA Start connection or connection group (UserDefine) 1R ]
0 2021-08-13 16:13:19 | [HBT] started the resource (IP-UserDefine) in resource group (UserDefine) successfully. [WIN-PDE4MGGF81R |
€ 2021-09-13 16:13:19 | Startthe active IP {10.38.127.15 None) on ({56B53640-F408-405F-BD20-A5AAD9CA0C3D}) successfully. [WIN-PDE4MGGF81R ]
v
- SEWindows—— 1
| Bl TR

11. Hot Standby Software Prompting Loss of Mount Point?

Loss of mount point: Check whether the disks, configured with folder synchronization, are deleted or
switched to other disk types. If such operations are performed, update the configuration of file
synchronizationin the hot standby software; if not, confirm whether the folder synchronization paths
configured in the hot standby software are consistent in the active and standby servers. Configuration of

file synchronization: Application Service > Modify / Preview > List of Data Presentation.
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System S . Application Service View Tools Language

k)

EHIE Hostlist roperty [value
B Bl DSS KBI9GONT0
INETESS L., IP-DSS il
£ [ WIN-PDE4MGGF81R 4 UserDef#1 “C\DSSIDSS Se
.5 D88 %] NT-DSSProfessi... DSS Professional

Data DSs
Connection Stop
Data Rule Set DSS

Group: DSS Speed: 0B/S Left 0B Group: DSS =I-Link Group 0K
Adiveip DIl .’—’ & Speed (0. 0
~—— " Link-0 oK

App running

=[] Mirrar Stop
E © m e i|s] Left Bytes [1}
i Left Time 0s
E Host:WIN-K6I9GIN70CE E Host:WIN-PDE4MGGF81F, "1 Need'to Verify Manually
£ [ Replication Stop

o] SentBytes 11,104
|25 Queued Bytes 0

L5 Mode Async
=@, Target Side Stop
o pagelleUssg )
| s WIN-PDE4MGG l,lnumpmmlnstl
<[ [ B [ B
2021-09-28 04:13:36 | The source connection (DSS) is stopped successfully. [ WIN-KBISGSN7OCE | ~

2021-09-28 04:13:30 | Take over the job (DSS) successfully. [ WIN-KBI9GANTOCE |

2021-09-28 04:13:30 | Startresource =<DSS= ok.cmd Oxd data:B [ WIN-KBISGSN7OCE ] o
€ 2021-00-22 04:13:30 | Online the resource (SAlIResource) of resource group (DSS) ends. [ WIN-KGI9GINTOCE |

€ 2021-00-22 04:13:30 | [HBT] started the resource (NT-DSSProfessional) in resource group (DSS) successfully.  [WIN-KGI9GINTOCE ]

@ 2021-09-28 04:13:30 | Failed to execute the command (6), the connection (WIN-KEISGINTOCE: DSS) need to be verified, reason: 0x3:0 (%x).<filename:F\OSS_DATALG1e9e840-1fcf-11ec-adaa-
€ 2021-00-23 04:13:30 | Startthe NT Service (DSS Professional) successfully. [ WIN-KBI9GINTOCE |

€ 2021-00-22 04:13:29 | [HBT] begins to start resource (NT-DSSProfessional) of the resource group (DSS). [ WIN-KBI9GINTOCE ]

€ 2021-00-22 04:13:29 | [HBT] started the resource (UserDef#1) in resource group (DSS) successfully. [ WIN-KBI9GINTOCE ]

€ 2021-00-22 04:13:29 | [HBT] begins to start resource (UserDef#1) of the resource group (DSS).  [WIN-KGI9GINTOCE ]

€ 2021-09-28 04:13:29 | [HET] started the resource (IP-DSS) in resource group (DSS) successfully. [ WIN-KBI9GINTOCE ]

2021-09-28 04:13:29 | HA Start connection or connection group (DSS) success. flag.cnn:1(inormalStart):.0(noVerfiy):3(srcOwner) [ WIN-KBISGINTOCE |

€ 2021-09-28 04:13:29 | Startthe active IP {10.38.127.15 None) on ({FAEC38FB-8656-41BE-8F63-83084A001472}) successfull WIN-KBISGINTOCE | v
<] m >

= WINJOW
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